ProcessView

Software User Manual Rev. Y

Disclaimer

The instructions in this document have been carefully checked for accuracy and are
presumed to be reliable. The authors of this document assume no responsibility for
inaccuracies and reserve the right to modify and revise this document without notice.
It is the author’s goal to supply accurate and reliable documentation. If you discover a
discrepancy in this document, please email your comments to
support@f4tsoftware.com.
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This User Manual applies to ProcessView software versions 7.01 and greater.
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Welcome

Welcome to the “ProcessView” software and it’s rich feature set. This software is used to monitor,
control and display status for up to 50 Watlow® FAT, Watlow® F4 Legacy controllers or Watlow® PM
series controllers on an Ethernet network or RS-485 network. The software supports F4T’s that can
have up to 4 PID Control Loops, 2 Cascade Control Loops and 4 additional monitor sensors and up to
2 Limit Control Loops for 10 analog inputs total. The software supports Legacy F4 controllers that can
have up to 3 Analog inputs for either regular PID control or cascade used for part or substrate control
applications. Each Legacy F4 can have up to two control loops. The software supports data logging
parameters from both FAT and F4 controls in either a comma delimited format (for use in Excel) or a
secure Encrypted format for quality control applications. The PM series controllers and Limits are
also supported in ProcessView.

It can be used to graph FAT generated non-encrypted data log files for easy interpretation and for
archiving in either hardcopy or electronic PDF files. The software is best used if it is run on Windows
7 or 10/11 and with a monitor that has a resolution of 1024 x 768 or greater.

Here are some additional features:

Email Notifications Capability — This software can be used to send End of Profile and or Alarm
conditions via an email or text message.

Real Time Trending — This software has a real time trend chart for each FAT or F4 connected on the
network that can be used to validate the FAT or F4 performance or for archiving purposes.

Profile Event Control — This software can be used to monitor and control Profile Event Outputs when
a profile is idle or running.

Cloud Database Support — This software can be used to upload logged data to Cloud Support
Services. Microsoft Azure and Amazon AWS RDS are supported which allows users to access data
securely from remote locations. Data is logged in a SQL database format for easy data sorting and
organization. Data can be sent to a Microsoft Access database or a Microsoft SQL Server database as
well.

Remote PC Access Supports Multiple Users — Using the “Internet of Things” technology, remote PC’s can
access all the controllers on the network connected to ProcessView.
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Additional Hardware Monitoring Sensors — Additional Sensors can be added to the network for Part
or Process monitoring using Watlow’s DAT Data Logger. Up to 24 additional sensors can be added.

Quality Assurance Reports — Customizable QA reports can be configured which record if a profile has
been completed successfully or not and the report can then be archived in a PDF file or sent to an
external printer.

Variable Control — This software can be used to monitor and control up to 8 internal digital or analog
variables inside a F4T for external machine control. Digital inputs to the F4 controller can be viewed
as well.

Alarm Management — This software displays real-time alarm status and control for alarm monitoring
and management.

Custom Naming Capability — This software allows the user to provide custom names that are more
pertinent to their application for various analog inputs or digital 1/0.

Batch Recording — When a Profile is running the real-time data is displayed and can be archived with
a printed copy or electronic PDF file as well as custom user notes appended to the trend chart.

Trend Chart Customization — This software allows users to select which data is displayed real-time as
well as trend pen graph colors.

Data Logging — This software can selectively log data from the FAT or F4 either continuously or only
when a Profile is running. The file saved can be either a CSV file or Encrypted file for Quality
standards. All events, variables, starting, stopping, pausing and termination of an active Profile is
logged to the data file. When the data log file session has ended, all minimum and maximum process
values for all sensors are recorded.

Password/Security Protection — This software has the ability to password protect all menus for
either a Technician or Operator type user.

Real-Time Data Logging Viewer — All data can be viewed as it is being logged in real time. You can
add notes to the data log file while it is logging and after it is completed.

21 CFR Part 11 Compliance — ProcessView combined with a locked out FAT Controller can be used to
satisfy 21 CFR Part 11 Quality guidelines. ProcessView supports electronic signatures, advanced
password management, encrypted data log files and an Audit Trail which all are used for data
integrity and security for Life Science, Pharmaceutical, Food or any other industry requiring 21 CFR
Part 11 Compliance.
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Network Connection

In order for the software to communicate correctly you must ensure that the F4T’s and the PC running
this software are connected via Ethernet and are on the same Local Area Network Address. To change or
ensure that this is the case, please navigate to the Windows Control Panel and select “Network and
Sharing Center”:

4 B |‘§- « Network and Inter... > Network Connections v C_)| | Search Network Connections P |

Organize ~ Disable this network device Diagnose this connection 2% 1%': > N | 0

™ | Bluetooth Network Connection 2 — Ethernet
Not connected Unidentified network
X

Biuetooth Device (Personal Area ... 5@' Reaitek PCle GBE Family Controller

| Wi-Fi
H Go Raiders!_2GEXT

Intel(R) Dual Band Wireless-AC 31...

3 items 1 item selected

Next Select “Change adapter settings:
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v P |¥ > Control Panel > All Control Panel ltems > Network and Sharing Center v CJ| l Search Co... R

View your basic network information and set up connections
Control Panel Home

- View your active networks
Change adapter settings Access type: Internet

Cha_nge advanced sharing Watlow OVR 2 HomeGroup: Ready to create
settings Private network Connections: ] Wireless Network Connection
(Watlow OVR)
% Unidentified network Access type: No network access

PebRenetwork Connections: % FAT Startech

Local Area Connection

Change your networking settings

Set up a new connection or network

= set up a broadband, dial-up, or VPN connection; or set up a router or access point.

@ Troubleshoot problems
Diagnose and repair network p , or get

See also

Akamai NetSession Interface
Control Panel

Bluetooth Devices
HomeGroup

Infrared

Internet Options

Lenovo - Internet Connection

Windows Firewall

Then select the appropriate network adapter that is used to connect the Ethernet cable. If hardwired
it will usually be the “Local Area Connection”. If wireless than select the “Wireless Network
Connection”. Then “double click” on the selected network connection with your mouse.
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T |'§_- « Network and Inter.. > Network Connections v O| I Search Network Connections P I

Organize v Disable this network device Diagnose this connection > %: >~ [ 6

Bluetooth Network Connection 2 Ethernet
- Not connected Unidentified network
X

Bluetooth Device (Personal Area ... Realtek PCle GBE Family Controller

Wi-Fi
Go Raiders!_2GEXT
d Intel(R) Dual Band Wireless-AC 31...

3items 1 item selected

The following pop up window will be displayed:
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No network access
No network access
Enabled

00:10:42

100.0 Mbps

Then select by double clicking on “Internet Protocol Versions 4 (TCP/IPv4)”

10
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Connect using:
| & Intel(R) 82577LM Gigabit Network Connection |

This connection uses the following items:

v &8 Client for Microsoft Networks
V) f?mmm«snmformmmm

M a Mcrosoﬂ LLDP Pnotoco| Drlvor
W 4 Intemet Protocol Version 6 (TCP/IPv6)
<[ ]

o

Transmission Control Protocol/Intemet Protocol, The default
wide area network protocol that provides communication
across diverse interconnected networks.

Then in the IP address field put in a network address that is on the same network as the F4T (Do not
put in the same address as the FAT). The FAT default address is 192.168.0.222. If you putin an
address that is something like 192.168.0.10 it will then be on the same local network. Make sure you
select “Use the following address” as well. Enter 255.255.255.0 for the Subnet mask. Leave the
Default gateway blank as show below:

11
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Internet Protocol Version 4 (TCP/IPvd) Properties -

General \ %

You can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
(®) Use the following IP address:

IP address: | 192.168. 0 . 10 |

Sybnet mask: [255.255.255. 0 |

Default gateway: [~ ]
Obtain DNS server address automatically

(®) Use the following DNS server addresses:

Preferred DNS server: [ . . . l

Alternate DNS server: [ y . ) ‘

[validate settings upon exit

Select OK and exit out of all the dialog boxes by selecting “OK”. Your adapter card will now be on the
same local network as the FAT and it should communicate. If you change the internal IP Address on

the FAT using the FAT touch screen you will need to power the FAT off and then on for it to take
effect.

Legacy F4 Serial Communications

The Watlow F4 Controller typically interfaces with ProcessView via a USB to RS-485 converter. The F4
Controller uses RS-485 “2-wire” half duplex serial communications. The signals for this are +Tx/Rx, -Tx/Rx
and GND. The positive transmit and receive signals share the same positive wire and the negative
transmit and receive signals share the minus wire of the USB converter.

12
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RS-485 Communications:

Important!!!

It is very important that you use a USB to RS-485 converter that uses a good chip set that is
supported by Windows 7/10 or 11. If you use an older USB to RS-485 converter you might
experience intermittent communication errors which are very hard to diagnose and debug. Several
customers have had issues with communicating to an F4T network because they did not have up to
date USB to RS-485 converters and when they switched to newer designs the communication errors
went away. So please if you don’t have good USB to RS-485 converter, spend the $25.00 and buy
one! If you can get one with the FTDI Chipset, they are the most reliable.

Here are a couple (Waveshare, and DTech) that have been tested and have been proven to work very

well and are available on Amazon for under $25.00:

Waveshare:

Industrial USB to RS485 Converter Adapter
Original FT232RL Fast Communication Embedded
Protection Circuits Resettable Fuse ESD Protection
TVS Diode etc Automatic Transceiving

Visit the waveshare Store
229 ratings | 13 answered questions

Amazon's Choice TSNS

i~ BEST PRICE!

S‘I 579

Get Fast, Free Shipping with Amazon Prime

FREE Returns

13
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' DTECH RS485 Cable to USB C RS422 Serial
Adapter with FTDI Chip Breakout Board LED
J/.-,,’ Indicators RS-485 RS-422 Converter Supports
4 Windows 11 10 8 7 XP Mac (1.5 Feet)

Brand: DTech

DTech:

5 ratings
“;,' BEST PRICE!

S’I 788

Get Fast, Free Shipping with Amazon Prime
FREE Returns

Get $100 off instantly: Pay $0.00 upon approval for the Amazon Store Card.

The Watlow F4 Controller typically interfaces with ProcessView via a USB to RS-485 converter. The
F4 Controller uses RS-485 “2-wire” half duplex serial communications. The signals for this are +Tx/Rx,
-Tx/Rx and GND. The positive transmit and receive signals share the same positive wire and the
negative transmit and receive signals share the minus wire of the USB converter.

Below is an example of RS-485 wiring required:

 r—l
Legacy F4
USB Cable Controller
T/R+ Q) Pin 12485 T+R+
T/R- Q Pin13485 TR
GND Q Pin 16 Common

USB to RS-485 Converter

14
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If you are using a USB to RS-232 converter from your PC a little more work will be necessary compared to the
easier USB to RS-485 converter setup. A lot of chamber manufacturers will provide a RS-232 port with a DB-9
or DB -25 connector for the RS-232 signals, but they will not jumper out the RTS, CTS signals or the DTR, DSR
signals which will pose a problem in getting the communication to work. The F4 controller uses pins 14 (TX),
15 (RX) and 16 (Common) for RS-232 communications. Most USB converters will also need to have some of
the signals “Looped Back” in order to enable communications. Some customers have found that it is easy to
take the mounted DB-9 or DB-25 connector off of the panel on the chamber and jumper the signals on the
connector where the wires are soldered to the terminals.

RS-232 Communications:

Below is a diagram which shows how to jumper the signals with both a DB-25 and DB- 9 connector (DB-9:
jumper 7 and 8, jumper 1,4 and 6, DB-25: jumper 4 and 5, jumper 6, 8 and 20)

25 Pin 25 Pin 25 Pin 9 Pin
Connector Connector Connector Connector

SG 7 7 SG SG 7 556G
SD 2 3 RD SD 2 2RD
RD 3 2 SD RD 3 38D
RS 4 — — 4 RS RS 4 — — 7 RS
CS §6— -5 Co CS 56— — 8CS
DR 6 — — 6 DR DR b — — 6 DR
CD 8 — — 38 CD CD 8 — — 1 CD
ER 20— —20 ER ER 20— — 4ER

You must make sure that the TX or SD signal goes to pin 15 of the F4 controller and the RX or RD signal goes to
pin 15 of the F4 controller (sometimes you might need to swap the wires connected to pins 14 and 15 on
some chambers to get the correct interface).

The ProcessView communication settings for the F4 controller must match the current settings stored
inside the F4 controller. The network address and baud rate must be the same. To access the
communication parameters in the F4 Controller go to the “Setup Menu”, then select “Communications”
and you will then see the Baud Rate setting (9600 or 19200). Then if you select the forward arrow on the
F4 you will see the Network Address setting (1-256). These settings will be used when you configure the
F4 Setup in ProcessView.

15
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The other piece of information you will need for the setup is the COM port number assigned by Windows
to your USB to RS-485 converter.

After installing the driver for your USB converter you can check which COM port was assigned to the
converter by looking at the Device Manager under the Control Panel in Windows as shown below (in this
example COM2 was assigned):

i

@ Device Manager -

4 +g§ Chris-PC|
b % Batteries
B @ Bluetooth Radios
>’f? comOcom - serial port emulators
i - Computer
b o Disk drives
> -J& Display adapters
b % Human Interface Devices
» %54 Imaging devices
5 ¥ Intel WiUSB
b == Keyboards
b - Mice and other pointing devices
» B Monitors
5 E Network adapters
475 Ports (COM & LPT)
? Communications Port (COM1)
ECP Printer Port (LPTl}

ment Technology - SOL (COM3)

b L_.{qe Security Devices
>@‘V Sound, video and game controllers
b ‘ﬁ— Storage cantrollers

» -l System devices

b - H Universal Serial Bus controllers

Getting Started FAT/DAT

After you have ensured and setup your PC to be on the same Local Network as the FAT (see setting
up Network section) then the next thing you need to do is configure the FAT control loop names and

16
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if they are used in the FA4T internal program. After installing the ProcessView Software, the main
screen below will be shown. You will need to select the “Settings” menu and then select “Add an F4T
On-line”, menu item. If you log out of that screen you will then need a password to get back in from

the “Login” menu. The default user name is “Username”, and the default password to use is “Admin’
and below is the login screen.

= SN

User Name: |USername

Password: |Admin

/"\

- Change
Login Password/PIN

After selecting the “Settings” menu you will see the “Add New FAT Online” Screen for adding an F4T
controller. You will then need to configure the communications to the FAT controller. Enter the
appropriate communication parameters for either Ethernet (IP Address of the F4). The default IP
address is 192.168.0.222 which is what configured from Watlow. If you are not sure what the FAT IP
address is you will need to get that information from the FAT controller. You can do this by touching
the settings icon on the bottom of the front FAT screen, then select the “Settings” button, then select
the “Network” button, then select “Ethernet”. You can then scroll down and you will see the
Ethernet Address for your FAT controller. When the screen first comes up, the ProcessView software
will scan the local networks for FAT Controllers and populate the list box for any controllers it
discovers. You can then select the appropriate controller in the list box and that will be the IP
Address used for the rest of the setup process. The screen will also show you the list of IP Addresses
associated with your PC’s Network Adapters that are on the PC. Make sure that they are colored
green which means they are on the same subnet as the FAT IP Address. If for some reason you don’t
see any discovered F4T’s in the list box you can try and manually add an FAT IP Address using the

17
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“Enter FAT IP Address” button. Sometimes if you are using a shared network or a virtual PC this
might be the case.

FAT Setup:
Communications Tab:

'Y Add New F4T Online = o -

5 Conﬁguration[Anang Inputs | Events/Alarms | Email Alerts | Variables |

List of Network

IP Addresses . . .

From Network Adapters Multiple F4T's Discovered
Installed on: WINDOWS-SM67H80 Choose An F4T to Add:
10.86.0.6 '

10.0.0.31 FAT
10.0.0.45

10.0.0.20 Chamber 1 Enler E4T
192.168.1.137 10.0.0.31 e

[ Enable and Use Serial Modbus RTU

Ethernet Port
FAT Internal Settings: Please make

Opened!
sure that under the Settings\Network
\Ethernet Menu in the F4T that Modbus
TCP Enable is set to "Yes" and the
Modbus Word Order is set to
“Low High" and IP Address mode is
set to "Fixed"!

F4T Name: Edit Name Below If Desired!
FaT Save And Exit | |P Address: 10.0.0.31

If your FAT has been detected and there is only one F4T on the network the software will automatically select
the “Configuration Tab” to complete the setup. Otherwise with multiple F4T’s or D4T’s on the network you

will need to select the FAT in the list that you are setting up and then you will be taken to the Configuration
screen as shown below:

18
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Configuration Tab:

Y Add New F4T Online = o -

Communications  Configuration Analog Inputs | Events/Alarms | Email Alerts | Variables

F4T1M5FAA1CCAAA Cascade Control Loops might be connected to a SP sender on the Profile Block
(only regular Control Loops can be detected)

Control Loop Control

Names Loop Used For Quick Setup Select
Chamber/Furnace Manufacturer:

Cascade Loop 1 [Default

TPS-Tenn:
{Part Temp ) ( YES |) TP5-Blue M Profiles Used in

Russells Technical Products

TestEquity F4T Controller
Wiess Technik- CSZ

Limits

Cascade Loop 2

ﬁ - Limit 1 |Over Temp 1
er

[V20uerty | Limit2 |Over Temp 2

PV 2 Inner LP

Control Loop 1
Profile Block PV Input Information

— ontrol Loop is connected i
@ o SP2 of Profile Block PV Number PV Source PV Input Type PV Units

PV1 Slot1Input1  Analog Input °C

Control Loop 2 Pv2 Slot5Iinput1  Analog Input %RH

r Control Loop is connected : o

PV 2 NO " PV3 Internal Variable C
A to SP4 of Profile Block PV4 Internal None None

FAT Name: Edit Name Below if Desired!

Save And Exit .
Chamber ABC ‘ ave And Exit | |P Address: 169.254.181.31

The software will detect all the control loops present in the FAT based on it’'s model number. It does
not know which control loops are being used and which ones are active. You will need to tell the
software thru the configuration tab which control loops are used and which ones that are being used
are connected to the profile engine of the F4T.

All the circled fields are fields that you can edit to give unique names to the analog signals that are
being read by the FAT. All the red circled fields are names for the control loops or inputs to the
control loop. In the above screen shot, it is configured for 1 cascade loop (Part Temp and Air Temp)
and 1 control loop (Humidity). The blue circled YES/NO buttons are used to tell the software if
control loops are being used in the FAT program. The “YES” buttons are telling the software that
Cascade 1 and Control Loop 1 are being used in the FAT program. In the example above, Cascade
Loop 2 and Control Loop 2 are not being used in the FAT program. You must make sure this matches
the configuration in the FAT controller. The Green circled unit’s text box is where the units were
changed from the default of temperature (F or C) to “%RH” for humidity.

If you know the manufacturer of your chamber or oven then you can just select the manufacturer in
the Chamber/Furnace List and all the names and correct number of loops used will be present and
you don’t have to do anything else except give your chamber or furnace an appropriate name.

19
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The Profile Block PV Information container is used for diagnostics and will show you what is wired up
in Composer to the Profile Block PV inputs. The software uses PV1 and PV2 so you have to make sure
those inputs are correct.

Each regular control loop will also have a note by it if it is connected to the Profile Functions Block’s
SP output. This is the setpoint signal that is used by the Profile Block to tell the corresponding
control loop what the remote setpoint is during a profile program. If a cascade control loop is being
used then you will not see a note as this information is not available from the F4AT. You might have to
use the Composer software to verify this. In the screen shot above, cascade loop 1 is connected to
SP1 of the profile block and control loop 1 is connected to SP2 of the profile block. Below is a
screenshot from Watlow’s Composer software showing an example of a cascade control loop and a
regular control loop configured in the software which is programmed in a F4T controller. The circled
PV1, PV2 inputs and SP1, SP2 outputs are what must be connected for the software to work with the
profile engine. The software does not work with the PV3, P4 or SP3, SP4 input/outputs of the Profile
Block. In most of the cases users that setup the program in the FAT will do it similar to the
screenshot below.
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Universal Input
1 Module 1

Part Temp

Profile 1

Loop 1

Humidity

Analog Inputs Tab:
If you would like to also see the Analog Input filtered values on the trend graph or data log their

values independently of the process value being fed to the control loop (most cases this is the same
value, but in others a process block may be doing some math or scaling before the signal get’s to the
control loop block). You can give custom names to the Analog Inputs instead of the default names
that indicate the slot number and input number being used.

You can select the “Analog Input” tab to configure the analog inputs as shown below:
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'Y Add New F4T Online = o -

| Communications Configuration | Analog Inputs ‘EventszIarms| Email Alerts | Variables

Enable or Disable Analog Inputs for Monitoring and Data Logging
Any Analog Inputs that are shaded

Light Green are Analog Inputs that FAT Slot # Anatoging Units FAT Slot # Analog Input ) Units
are directly connected to the Profile v Slot |°C | ¥ Slot 4 ‘S\O'E 4 Limit 1 ‘°C
Block PV Inputs. Typically these are ]
sensors in the chamber to measure

| Slot2 [Shot2input1 | [PRC | @ Slot & [Humidity  [}%RH

Air Temperatures, Part Temperatures
or Humdiity.

F4T Name: Fdit Name Below If Desired! S
e ‘ ave And Exit | |P Address: 169.254.181.31

This will show you all the analog inputs that are connected to the FAT and which slot and input
numbers are being used. If an Analog input is shaded light green, then those are inputs that are
directly wired to the PV inputs of the Profile Block. In most cases, you will not need to enable any of
the Analog inputs as the software reads the values that are present at the control loop input. Only in
some cases you may want to see the “raw” analog value coming in before it is scaled or processed by
a process block or linearization block.

Events/Alarms Tab:
The Events/Alarms tab is used to tell the software which events are being used and internal alarms in

the FAT. The Events are the signals that are outputs from the Profile Block and can be set as read
only or provide the user the ability to change the state of the event output from the software. You
can give a custom name to each event output which corresponds to the event function.

Here is an example below:
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'ﬂAdd Mew FAT Online - [m] x

Communications Configuration Analog Inputs Events/Alarms Email Alerts Variables

Event Outputs Alarms
ES&’EL} Not Used @ Read Only Event Inputs Alarm 1 Not Used
Es&r;t& Not Used ® Read Only Eventimpit Alarm 2 Not Used
Esﬁgﬁ Not Used & Read Only Eentinput2 Alam 3 Not Used
%ﬁgﬁ Not Used & Read Only Fventinput 3 Alarm 4 Not Used
%ﬁgﬁ Not Used @ Read Only Eventinput 4 Alarm 5 Not Used
%ﬁgtu‘? Not Used 8 Read Only Alam @ Not Used
%ﬁgi Not Used 8 Read Only Alarm 7 Not Used
%rf‘[gtu‘? Not Used 8 Read Only Alarm 8 Not Used

F4T Name: Eqit Name Below If Desired!

01240038381007 Save And Exit  |P Address: 10.0.0.42

The Alarms are the internal alarms (8 total) for the FAT controller. In most cases you will not need to
access them as they usually are prewired internally in the FAT program and will trip other logic
conditions inside the chamber or furnace. The event outputs can be read only or can provide access
to the users to make changes independently from the controller program. Custom names can be
given to the event outputs, event inputs or alarms which correspond to the function of the event
output or alarm condition.

Email Alerts Tab:
The email alerts tab is used to enable sending emails or text messages when a profile is completed or

an alarm condition occurs. The PC must have internet access in order for this function to work
properly and you will need to check with your IT department for the settings required to allow this to
work.
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Y Add New FAT Online = o -

Network Email Alerts for Alarms
and End of Profile Events Not Used

* Requires Internet Connection

F4T Name: Edit Name Below if Desired!
F4T

Save And Exit | [P Address: 10.0.0.31

Variables Tab:
The variables tab is used to provide the software access to the FAT internal variables. In most cases

you will not need to access or enable the variables on this tab. This is for advanced users that want
to have the software be able to set an analog value or digital state to an internal variable that can
then be tied to internal logic in the FAT. An example might be to set a belt speed which would use an
internal F4T variable tied to an internal Analog voltage output which would be sent to an external
speed controller. The variables that can be access are variables 5-12. Custom names can be given to
the variable for the function it is providing, such as in the example above it could be “Belt Speed
Setpoint”.
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Y Add New F4T Online = o -
FAT Variables
Variable 5 Not Used Read Only Variable 9 Not Used Read Only
Type: Digital Type: Digital
Variable 6 Not Used Read Only Variable 10 Not Used Read Only
Type: Digital Type: Digital
Variable 7 Not Used Read Only Variable 11 Not Used Read Only
Type: Digital Type: Digital
Variable 8 Not Used Read Only Variable 12 Not Used Read Only
Type: Digital Type: Digital
F4T Name: Edit Name Below If Desired!
‘F4T Save And Exit | IP Address: 10.0.0.31

DAT Setup:

Setting up a DAT is much easier than an FAT as there are only 2 tabs to configure (Configuration and
Analog Inputs). After selecting or setting the IP address with the communications tab as show for the
FAT you can then enable the Analog Inputs that you would like available for data logging and
trending. The screen will show the slot number the input flex module cards are in as well as the
input number for that card. If units have been assigned in the D4T they will also be shown. You can
also change the units to custom units as well by renaming the units.

You can also give custom names to the analog inputs that you will be monitoring as shown below:
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a- Edit Analog Inputs - o -
Enable or Disable Analog Inputs for Monitoring and Data Logging
DAT Slot # Analog Input Units DAT Slot # Analog Input Units
¥ Slot1 [Slot1input1 1| °C | i Slot 4 [Sot 4 Input 1 |[)C |
¥ Slot 1 |Slot 1Input2 | °C | D4T1J1AAA1A524A ¥ Slot 4 [Slot4nput2 |[°C |
¥ Slot 1 (Slot 1Input3 | [*C | ¥ Slot 4 [Slot 4 Input3 |[’C |
¥ Slot 1 [Slot 1input4 | °C | ¥ Slot 4 [Slot4Input4 |[°C |
¥ Slot 2 [Slot 2Input 1 | [°C | ¥ Slot 5 [Slot5nput1 |[°C |
¥ Slot 2 [Slot2Input2 | [°C | ¥ Slot 5 [Slot5Input2 |[°C |
¥ Slot 2 [Slot 2Input3 | [°C | @ Slot 5 [Slot5Input3 |[°C |
¥ Slot 2 [Slot2Input4 | [°C | ¥ Slot 5 [Slot5Input4 ||°C |
¥ Slot 3 [Slot 3Input 1 | [*C | ¥ Slot 6 [Slot6nput1 |[°C |
¥ Slot 3 [Slot 3Input2 | °C | ¥ Slot 6 [Slot6Input2 |[°C |
¥ Slot 3 (Slot 3Input3 | [°)C | Save And ¥ Slot 6 [Slot6Input3 ||°C |
¥ Slot 3 [Slot3Input4 | 'C | . ¥ Slot 6 [Slot6Input 4 |[PRC |

Getting Started Legacy F4, PM Controllers

After you have ensured and setup your PC to be on the same Local Network as the F4 or PM (see
setting up Network section) then the next thing you need to do is configure the F4 or PM sensor
input locations and functions. After installing the ProcessView Software, the main screen below will
be shown. You will need to select the “Settings” menu and then select, “Add New Legacy F4 Online”
or “Add New PM Controller Online” menu item. If you log out of that screen you will then need a
password to get back in from the “Login” menu. The default user name is “Username”, and the
default password to use is “Admin”.
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o SEN

User Name: |Username ‘

' I Password: |Admin

- Change
Login Password/PIN

After selecting the “Add Controller” menu you will see the “Add New Legacy F4 Online” menu for adding an F4
controller. You will then need to configure the communications to the F4 or PM controller. Enter the
appropriate communication parameters for either Ethernet or the serial port. If you are not sure what the PM
IP address is you will need to get that information from the PM controller. If you are using an Ethernet to
serial gateway, you will need the IP address for the gateway. With the “Enable and Use Serial Modbus RTU”
check box checked you will see the serial port setup below. Make sure the PC Com Port, Baud Rate and F4
Controller Address is set to match the F4 controller you are interfacing with.
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Y F4 Setup = o -

Communications | Sensor Setup | Inputs/Events/Alarms | Email Alerts

vl Enable and Use Serial Modbus RTU
Configure Serial Communications
Select PC COM Port: |COM3 v

Select Baud Rate: (9600 v

EnterF4 | cyrrent F4

Address )
(1-247) Address:

3

F4 Name: Eqit Name Below If Desired!
Save And Exit Chamber ABC Cancel

With the “Enable and Use Serial Modbus RTU” check box unchecked you will see the Ethernet port setup
below.

The screen will also show you the list of IP Addresses associated with your PC’s Network Adapters that are on
the PC. Make sure that one network adapter IP address is colored green which means it is on the same subnet
as the Ethernet Gateway or PM IP Address. Sometimes if you are using a shared network or a virtual PC this
might be the case. In the screen below the Ethernet Gateway Address is 169.254.181.25 which is on the same
subnet as the circled adapter IP address listed in the box. You will also need to set the Current F4 Address to
the network or Modbus address that is set in the F4 controller.
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Y F4 Setup - o -

Communications | Sensor Setup Inputs!EventszIarms|Email Alerts

WINDOWS-SM67H80

t‘:‘t:;'gcf""'m Ethernet Server IP Address To Use:

Current Server

IP Address: " Enter Server
192T68T, 169.254.181.25 IP Address

10.80.0.114

[] Enable and Use Serial Modbus RTU

Important: Make sure that

one of the IP Addresses in

the Box above is "Green” which
means it is on the same subnet
as the Server IP Address to

work properly.
i’;‘:’ F4 | current F4 1
ress Address:
(1-247)
F4 Name: Edit Name Below If Desired!
Save And Exit F4 Name Cancel

After you have done this you will need to select the “Sensor Setup” Tab to set up how the sensors are mapped
to the FAT, PM or F4 controller. You can edit the Sensor Name to a name which makes more sense for the
application. In the screen below Input 1 is named “Air Temp” for PID Loop 1. If you are using a dual channel
F4 controller then you will most likely need to enable the second sensor for the humidity sensor and PID

Loop 2. Itisimportant to make sure that the number of control loops and sensors enabled match the F4
controller you are interfacing with or you will cause unknow software errors as the software will try and
access parameters that will be rejected by the F4.
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‘ Communications| Sensor Setup | Inputs/Events/Alarms | Email Alerts |

Sensor Sensor Sensor
Name Present Function
|Air Temp | YES | 'PID Loop 1 vl

lput2 | NO |
lput3 | uo|

F4 Name: Edit Name Below If Desired!

N Chamber ABC .

The next tab you will need to configure is the Inputs/Events/Alarm tab show below. You can give
custom names in the name fields for the Alarms, Digital Inputs and Event Outputs. Below names
were given for Event 1 Output and Event 2 Output and Event Output 2 was set to a read only
condition so a user cannot change the state of the Event Output 2.
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Communications | Sensor Setup | Inputs/Events/Alarms | Email Alerts

Alarms Event Outputs

Alarm 1 Not Used Power On NotUsed |1 Read Only

Alarm 2 Humidity
Not Used Enable NotUsed | v Read Only

Event 3
Output NotUsed |[] Read Only

Digital Inputs

Wait For Events %ﬁgtu? NotUsed | []Read Only

Digital Input
1

Event 5
Not Used output NotUsed | [] Read Only

Event 6

Digital Input
arey e Not Used output NotUsed |1 Read Only

Digital Input Event 7
g Not Used Output NotUsed |[] Read Only

Digital Input Event 8
4 Not Used Output NotUsed | [] Read Only

* Edit Event Output, Alarm and Digital Input Names

F4 Name: Edit Name Below If Desired!
Chamber ABC

Save And Exit

If you are planning on use email alerts you will need to have the PC running the software to have
Internet access and you will need to have your IT department provide you the correct settings for
your email server. The actual email setup is done from another menu under the “Settings” menu.
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P\ F4 Setup = o -

Communications | Sensor Setup | Inputs/Events/Alarms E

Network Email Alerts for Alarms
and End of Profile Events Used

* Requires Internet Connection

Save And Exit

F4 Name: Edit Name Below If Desired! ' ’
Chamber ABC Cancel

Add PM Controller

Make sure the following settings in the “Setup” configuration of the PM controller are set before
trying to setup ProcessView for a PM controller:

1. Make sure that the communication protocol is set for Modbus instead of Standard Bus.
2.  Make sure that the Data Map is set to 2 (Default is set to 1).

3. If using Ethernet, make sure Modbus TCP Enabled (set to “YES”) and Ethernet/IP is set to
IINOII.

4.  Make sure IP Address Mode is set to Fixed and enter the corresponding IP address that
is going to be on the same subnet as your PC card if using Ethernet communications.

5.  Modbus Word Order should be set to “Low-High” which is the default.
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Edit an Off Line F4T

You can use the Edit an Off Line FA4T display to edit stored configuration settings for F4T’s that are not
communicating on the Network. You can also use this screen to replace an existing FAT that is off line
with a newly commissioned FAT by replacing the stored settings of the “Off Line” F4T with the new FAT
that will be added to the network. Select the “Settings” menu and then select “Edit Selected FAT or F4
Configuration”. Make sure the F4T or F4 you want to edit is selected or highlighted in the “Network
View” tab.

istorical Trend Login  Security ~ScannerSetup Logout Monitor Values  Off-Line Profile Editor  Help

Network Address Total Time Remaining Step Time Remainin 9 Step Number Curent Step Profile Status Active Profile Alam State FAT Name

Off Line

s

Refresh
Network Grid

Current User: None COM Status:

Display Scaling

If the “Display Scaling Disabled” Check box is checked then Display Scaling will be disabled and all
windows and fonts will be the original proportion from the original design. If it is not checked then
the software will scale all windows and fonts to match the resolution of the monitor and will be
activated when the software restarts. The main window will fill the entire monitor space. You
should try both modes to see what display works best for your application because sometimes when
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the scaling is applied, some text boxes and labels may not show up correctly due to Window’s font
availability or other operating system constraints.

Select the Display Scaling men item under the Help Menu:

-

. | Help
Help

About

Registration
System Information
Display Scaling

s

That will bring up the following window that you can use to disable or enable Display Scaling:

a5l Display Scaling = O x

[J Display Scaling Disabled

If Checked, then do not Scale the software
windows to match your monitor resolution.
You can try both modes to see

what works better for your application.

The change will only take effect when the
software is restarted.

Save and
Exit
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Email Alerts

You can use the Network Alert screen to setup automatic email alerts to be sent when a profile is
done running it’s program or if the FAT is in an alarm condition. The host PC running the Profile
Utility software must have an internet connection and have access to a remote SMTP server. You will
need to know your service provider’s email address, password and SMTP address. In addition make
sure that Email Alerts are enabled which you can find in the menus “Add Controller/Edit Selected
FAT/F4 or PM Configuration/Edit Units/Labels” then go to the “Email Alerts” Tab and enable Network
Email Alerts.

An example below is for a Google SMTP server:

Email Address: Joel2@gmail.com

Password: Password12
SMTP: smtp.gmail.com

You can fill out the email address for the message to be sent to in the Email Address field and also
enter in a custom subject for the email that will be sent from the PC. You can enable either or both
of the conditions that trigger an email being sent by the PC using the “Email Alarm” or “Email Profile
End” buttons on the screen. You can use the “Email Test Message” to test your email smtp

server. ProcessView will attempt to send a test message to your email account which you can use to
make sure your settings are correct.

Typical Ports used are 25, 465 and 587 and the default port is 587.

Gmail Note: Google email requires the 2-step Verification to be enabled and that an App Password
be used for ProcessView to be able to send emails to the Google SMTP server. This can be setup in
“My account\security” account settings for your gmail account. You will then need to create an App
Password and use that as the password to access your google email smtp login.
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ProcessView

Email Settings

r

server Information

SMTP Server Information

Email Address: support@fétsoftware.com

Password: ' TTTITITITIT]

SMTP: SMtpoutsecureserver.net

Port: 587
Example: Email Adress: Joe@gmail.com
Password: Password? Save/Load
SMTP: smtp.gmail.com Server

Port: 25, 465 or 587
This PC's IP Address: 192.168.1.13

Email Information

Email Address: john.doe{@gmail.com

Subject: Test Message|

Email Alarm Email Profile

Email Test
OFF End OFF

Message

Internet Connection Status:

Save and
Return

Use the “Save/Load Server” button to save your configuration or retrieve a saved configuration. The
following window will pop up which allows you to select saved configuration settings:
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'Y Email Contacts = o -

Server: [Glenn Work v|
S Or Select a Server
New
Server Name :  |Glenn Work |
Email : |GIennDoe@gmaiI.com ‘
Password : |ooooooooo ‘ e\

SMTP Server: [smtp.gmail.com |

Save Delete
Server Server

B, Load Server
Edit Server And Exit

Edit Units/Labels

Once you have installed an F4T/F4/PM or D4T controller you can edit units or labels to provide a better
representation of your application to the user or operator. If you select the top menu “Add Controller”,
then “Edit Selected F4T/F4 or PM Configuration” then select “Edit Units/Labels” you will see the screen
below. The units and label fields can be edited and saved and those text values will be changed through
out the software in all other screens.
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Edit Setup 1
Configuration | Analog Inputs | Events/Alarms | Variables | Email Alerts ‘ v
Cascade Control Loops might be connected to a SP sender on the Profile Block
FAT1J5EAA2C8019 (only regular Control Loops can be detected)
Control Control  Control Profile .
Loop Loop Loop Block For Quick Setup Select 7 Profiles Used in

Na Units Used Connections Chamber/Furnace Manufacturer: — FA4T Controller
?aﬁ:‘:ﬁs\ Default

. Cascade Loop is connected -
Product Temp C t0 SP1 of Profile Block TPS-Blue M Limits
o Russells Technical Products N P T
TestEquity Limit 1 |Over Temp 1

Wiess Technik- CSZ

o Control Loop is connected
Humidity %RH YES to SP2 of Profile Block o
Profile Block Ch.1 Units: °C
Profile Block Ch.2 Units: %RH
Control Loop 2 " .
ontrofLoop _ Control Loop is connected Profile Block PV Input Information
‘Zone 2| % NO to SP3 of Profile Block PV Number PV Source PV Input Type PV Units
PV1 Slot1lnput1  Analog Input PRC
PV2 Internal Process Value  %RH
PV3 Slot2Input1 Analog Input °C
PV4 Internal None None
F4T Name:
Save And Exit Cancel
Chamber 1

Using Watlow RUI Gateways

ProcessView supports both Ethernet Modbus TCP and Modbus RUI Gateways. The RUI Gateway is used
to connect to multiple EZ-Zone PM or F4T’s on a RS-485 network using Watlow’s proprietary STD

Bus. This makes retrofit’s for existing furnace or chambers easy to interface to existing EZ-Zone PM
controllers that come standard with the RS-485 STD bus interface.

For more information on how to setup the Gateway please refer to Watlow’s RUI User Guide manual.

In order to set all the offsets for multiple F4T’s or PM controllers on a network you must configure the
RUI Gateway using Watlow’s EZ-Zone Configurator software which you can download from the Watlow
Website for free.

When adding the RUI for the first time you will need to have a PM or F4T controller connected to the
gateway. The RUI must first be configured for Modbus Enabled, Modbus Word Order set to Low High,
and a Modbus Offset value of 8500. These settings will be found under the Communications 2 menu of
the RUIL. Communications 2 settings are for the interface between the RUI and the Controllers on the
network.
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Communications 1 menu settings are for the interface from ProcessView and the RUI and must match
accordingly for either Ethernet or Serial settings.

Each PM or FAT controller will then need to have an individual STD Bus Address and be enabled and
given the corresponding offset value in the Local Gateway section in the Configurator software. For
controller 1 on the network it should have an offset value of 0, the 2~ controller will have an offset value
of 8500, the 3+ controller will have an offset value of 17000 and so on.

Historical Trend

The Historical Trend is used to graph data from Data Log CSV files stored on the PC. It can also be used
for archiving purposes and the graph along with batch input data can be printed or saved to a PDF file.
Fonts, Titles and Axis can be customized as well as the data to be graphed. All the formatting items like
font size and type will be saved and will be used if data log files are automatically saved after a profile has
been run.
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Login Screen

The Login menu is where a user enters their credentials. The User Name and Password are entered to
enable menus per the user level. When the software is first installed the default password to use is
“Admin” and the default User Name is set to “Username”.

That will provide access to all menus in the software and is for a Supervisor level. You can then go into
the “Security” menu and enable/disable menus and setup passwords and level capabilities for the
software. You can also change the password for this username.

o ==
a - User Name: |
: Password:
- Change
Logm Password/PIN

Profile Editor

The Profile Editor Screen allows you to create, edit and manage profiles for the F4 or F4T
controllers. You can use the Off-Line Profile Editor from the Main Menu screen to create and save
profiles for later use on your PC. The On-Line Profile Editor can be used to upload profiles from the
controller and edit them. You can save them to a file for archiving or send the newly created Profile
down to the controller as a new Profile Program. When the files are saved, they are saved as an XML
format. For FAT controllers, you can join or sequence existing profiles stored in the F4T controller.
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This capability allows the user to have more than 50 steps in a profile run. The FAT is limited to only
50 steps per profile so this feature allows user to join or sequence profiles to provide up to a
maximum of 2000 steps for one single profile. This feature is only for the FAT as the F4 allows the
user to jump to additional profiles in the controller and is not limited to 50 steps. If this feature is
used then the user should check the enable check box and for each profile in the sequence that is not
the last profile, the end step should be set to hold so the temperatures or process values remain the
same as the last step when the next profile is started.

You can view newly create files by using the Profile Viewer screen in the software to make sure the

profile is correct.

Profile Editor 1
. __ FAT Intemal Log Data
F4T Profiles Steps Profile Name:  LongTest () while this profile is
1:Testabe Ramp Time Profile Number: 4 S Profile Sequence
2:.TCI CEVO R
J:DEMO FAT Ramp Time Type |Soak - Cr:atef_:\le‘” 3:DEMO FAT
4:LongTest End T Lodis 4:LongTest
SiTestl e Hours Minutes Seconds
G:test3
7:Test123 3 1 o
&:Short
9. Test? Product Temp Humidity
10:Glenn1
11:Glenn2
12:Program 3
13:New Guaranteed Soak Enable Guaranteed Soak Enable
14:Glenn4 Insert Step
15:Glenn5 After off - Off >
Insert Step
Before
Event Outputs Calendar Start Add Selected
Calendar Start Update Profile RHENABLE  BOOST AMBLOCK  DEHUMID Day of Week Profile
Profile FAT Controller cooL ON AR [Tuesday
e | |off | |oF | |of | Thom Minut Remove
lour inute
Delete Profile Delete Step DRY AIR GN2 PURGE Selected
FAT Controller PURGE mno 2
P EEE— Use the Profile Sequence
‘Oﬁ "‘ ‘OH "‘ List to join prafiles to create
y larger profiles than the FAT
View Export limit of 50 steps. Each
Profile Profile Profile’s end step should be
set to "Hold"
Enable Profil
a 5::u:m:r: "
Return

User Access Screen

The User Access Screen tab on the Security screen is used to set the active menus for three available User
Levels (Operator, Technician or a Supervisor). When the software boots up it defaults to the “System”
User level which basically disables almost all functions to keep any user from doing anything that could
compromise the process.

Each menu item can be visible or inactive for the user. Set the appropriate viewing rights for a
Technician, Operator or Supervisor User. Once you have set the view rights then select the “Save” button
in order to save the viewing rights for the User type (Operator, Technician or Supervisor). The viewing
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rights will be saved in memory temporarily until you exit the Edit Setup screen and save all settings using
the “Return and Save” button.

: User Access ‘| Add User | Edit User Roles | System |

Network Screen Menus F4T/F4/PM Detail Screen Menus

B [ Settings #-[JAlarms

- [v/Historical Trend ~[_] Static Setpoint
[ security - [JProfiles
‘ ~[¥iGraph Setup
~-[ITuning
~[]PID Sets
~[[JRemote Control
l [+-[v|Data Logging
~-[_] Setup Database
[v|Batch Information
+-[V]QA Reports

User Type:

Technician
Supervisor

Add User Screen
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The Add User Screen tab on the Security screen is used to add users into the software security system. If
a duplicate User Name ID is found, the system will not allow you to enter the same User Name ID and you
must have a unique name. The system always saves the User Name ID forever so that it requires that
there not be any duplicate User Name ID’s in the system. The “Full Name” field should be used to store
the user’s full real name which can be used in the Audit trail for verification and signed documents. The
“Password” field must contain 1 uppercase character, 1 lowercase character, 1 number, 1 special

character (|@#5%"&*()+-=_~"), no white space, no commas, no periods and must be 8- 12 characters in
length.

@ Security N - =] -

User Access | Add User | Edit User Roles[ System |

Add New User
Full Name: |John Doe

User Name ID: |Jdoe1234

Password: |eeeeeeee

Confirm
Passvoid: |®eesesse

User Role: {Operator v
Add User
Return and
Save
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Edit User Roles Screen

The Edit User Roles Screen tab on the Security screen is used change or edit user’s roles in the software
security system. This is where you can see all the user’s in the system along with their full name, user
name and current role. You can change the user’s role by clicking on the arrow under the “Role” column.

[ User Access | Add User | Edit User Roles | System |

User

System Manager
John Doe
Sally Sue

Bill Bamy
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Security System Screen

The Security System Screen tab on the Security screen is used configure various functions in the software
security system. The Enable PIN Authentication check box is used if you want to add an additional
authentication factor besides username and password for identification. If this is checked the user will
have to enter a 4-digit code for their PIN during logging into the system. The Enable Password Expiration
check box is used for Password Aging. If this is checked then a user must change his password if his
password has expired for a set amount of days entered in the “Days” field. The Enable Auto Logout will
automatically log out a user if there has not been any activity for a certain amount of time. The time for
this feature is entered in the field below the check box in minutes.

The Require Digital Signatures is used to digitally sign a data log file. If this box is checked then users can
electronically sign a data log file to prevent any tampering of the data. More than one user can sign a file
and after the last signing a new checksum for the file is calculated for the file. If a file has been tampered
with then the file will not be able to be saved or viewed as the signature is always verified before allowing
the data to be displayed.

If you would like to bypass the original login requirement at startup and have the default permissions set
to a certain role level then you can check select the appropriate level in the “At Startup Automatically
Login As” drop down box. When the system automatically logs in at the selected level, the current user is
assigned the name “System Manager” for the user name and that is what will show up in the audit trail
files. When a user logs out of the system, the user role will go to the “None” level and nothing can be
activated or selected that would effect the process control.

The system will lockout a user if it detects more than 3 failed attempts at logging into the system and will
lockout the user for the time entered in the field below the check box in minutes.

If the Enable Audit Trail check box is checked, then all user interactions with the software that are time
stamped and logged into the audit trail encrypted file. The “who”, “what”, “why”, “when” and reason
parameters are all stored when an audit trial entry is entered by the system. If the enable audit trail
comments check box is checked than the user must enter text into a text field every time an audit event

is recorded.

The Enable Re-Authentication check box is used to force a user to log in to the system when changing
parameters that could affect the process. Parameters such as setpoints, stopping profiles, variables, etc.
will need to have a user re-enter their password even if they are previously logged into the system for
extra security. This prevents users from tampering with the process if the system is left unattended by a
currently logged in user.

The “Hide Menus that are not enabled for Operator and Technician roles” check box is used to hide all
menus instead of “graying’ the menus out. By hiding the menus, the software interface can be made
much simpler and easier to use for operators or technicians that never use the “grayed” out menus. Or
you might want to keep the grayed out menus so in the future if you need a feature such as Remote PC
you will be reminded that the feature exists in ProcessView.
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| 4 . |
F\ Security = a X
User Access  Add User Edit User Roles  System
System Parameters
(0 Enable PIN Authentication Invalid Password Attempts
(3 Trys) Lockout Time:

O Enable Password Expiration _

Minutes: 30
Days: S0
a O Enable Audit Trail
() Enable Auto Logout
Minutes: 30 O Enable Audit Trail Comment:

O Enable Digital Signatures O Enable Re-Authentication
Re-authentication will force users to login

At Startup Automatica”y if 2 Process Setpoint, Control Mode, Ramp

c . Rate, Single Setpoint Change, Analog

chln AS SEIECtEd' Variables, Alarm Acknowledge or Reset,
Digital Variables, or Profile Start,

|Dperatc-r V| Stop, Pause or Resume is changed. Even if
the user is currently logged in the software.

— Hide Menus that are not enabled

— for Operator and Technician User Roles

Return and
Save
| - '

Network View Screen

The “Network View Screen” is the screen that provides the individual Profile Status of each F4T
connected on the network. The “File” menu is used to close the program. The “Settings” menu is used to
add or edit an existing FAT on the network. The “Historical Trend” menu is used to import F4T Data Log
files that have been created by the FAT and display them in a real time chart. The only files supported
are non-encrypted files that were generated by the FAT. All the information is updated real time on the
Network View Screen. Fields are color coded to provide a quick indication if a profile is running or an
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alarm is present. The “Help” menu is used to pull up the help file, register this product or check the

software version number.

a FAT Profile Utility
File Settings Historical Trend Help

=]

 Network View {| Chamber 1 | Chamber 2 | Chamber 3 | Chamber 4 | Chamber 5 | Chamber 6 | Chamber 7 | Chamber 8 | Chamber 9 | Chamber 10 | Chamber 11 | Chamber 12 |
FAT Name Alam State Active Profile Profile Status Curent Step Step Number gf:a‘il:“r.:z ;:::LE:; IP Address
Chamber 1 Startup Product ABC LNNing Soak 4 02:12:45 08:22 192.168.0.
Chamber 2 SE ) Test Profile ABC nning Ramp Time 8 03:55:35 06:51 192.168.0.
Chamber 3 Safe Runni Ramp Time 1 00:20:03 | 00:56 | 192.168.0.
Chamber4  [ELPACI N Test Profile ABC End 0 00:00:00 | 00:00 | 192.168.0.
Chamber 5 Safe Product ABC Completed End 0 00:00:00 00:00 192.168.0.
Chamber 6 SR Test Profile ABC (oo End 0 00:00:00 | 00:00 | 192.168.0.
Chamber 7 Safe Ramp Time 3 02:48:13 | 10:07 | 192.168.0.
Chamber 8 Safe Soak 6 00:14:40 | 04:44 | 192.168.0.
Chamber 9 Safe Completed End 0 00:00:00 | 00:00 | 192.168.0.
Chamber 10 Safe Product ABC unning Ramp Time 12 02:11:06 04:09 192.168.0.
Chamber 11 SE Test Profile ABC Ramp Time 18 01:33:03 | 06:05 | 192.168.0.
Chamber 12 Safe Product ABC Completed End 0 00:00:00 00:00 192.168.0.

Main Screen

The main screen is used for managing profiles in the controller. You can start, stop, pause and

resume profile programs stored in the FAT. Event Outputs can be manually changed from this screen
as well as Chamber Control Variables. If you want to add an annotation to the graph you can use the

“Annotate” button to add a comment to the graph. If you then Archive the graph by using the
“Archive” menu it will save the annotated graph in a PDF file or it can be sent to the default
printer. If data logging is enabled you will see the green data log icon and you can view the data
being logged real time by selecting the Data Logging menu and then the View Data
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menu.
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m ProcessView
File Add Controller Historical Trend  Login Security Logout Off-Line Profile Editor Web Server Qualit
Network View ~ Chamber1 |

Alarms Static Setpoint Profiles Graph Setup Tuning PID Sets Data Logging Analog Inputs Databa:
Profile Status And Control

Active ‘2:Shor1:Test2 w ‘
Profile: START
Profile
Status: com pIEtEd
240
Step
Type: End
Step Start
Number: 0 OF 4 Stepr 1
Step Time . . 23.7— J
e (00:00:00
Total Time A A
Remaining: . o
Temperature Humidity
Profile Target SP -——- Profile Target SP -——-
Temperature Humidity o B4
Profile Current SP - Profile Current SP - @
Temperature L Humidity . =
Rate Rate: Rate Rate: L
]
Profile Events E—
RH ENABLE BOOST COQL AMB LOCK ON DEHUMID AIR IE .
OFF OFF OFF OFF
DRY AIR PURGE GN2 PURGE
Left Auto Scale Off
OFF OFF ]
Controller Internal Limit Status PN T
Over Temp 1 |
—
OFF
Controller Internal Alarm Status
Alarm 3 26—
| Alarm -

Start: 02/20/2024 09
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Alarms

You can use the Alarms Screen to change Alarm Setpoints and resetting alarms. There are 4 alarms per
screen (eight alarms total within the F4T). Each Alarm has an alarm status box which tells you the status
of the alarm. The alarm status messages can be “No Alarm”, “Start Up”, “Error”, “High Process” or “Low
Process”. If an Alarm is a non-latching alarm the alarm will reset and clear itself when the alarm
condition goes away.
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o Alarm1 14 - [ = BB
Alam 1 Alam 2
_ safe
Alarm o Alarm o
High 200°F High 200°F
Alarm - Alarm -
Low 25°F Low 0°F
Reset Reset
Alarm 1 Alarm 2
Alarm 1 Status Alarm 2 Status
Alam 3 Alam 4
Start Up Start Up
Alarm s Alarm o
High 75°F High 275°F
Alarm > Alarm o
Low 32°F Low 32°F
Reset Reset
Alarm 3 Alarm 4
Alarm 3 Status Alarm 4 Status
Return

Limit
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You can use the Limit screen to setup the FM approved limit control high and low setpoints. You can also
view the current input temperature that the limit control loop is monitoring. The limit status will show if
an alarm condition is present or in a safe mode. The “Clear Limit” button can be used to clear a limit
alarm condition if it is no longer present and in a safe condition. The Limit display screen supports up to 2
independent limit control loops if configured in the FA4T.

a! Limit 1 = o -
Limit 1
Limit Temperature:  77.7°F
High Limit °
Setpoint 1 200°F
Low Limit °
Setpoint 1 32°F
Clear
Limit
Limit 1 Status
N
Return
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You can use the Control screen to change control setpoints for each control loop independently from the
FAT profile program when it is not in use. You can change the control mode for each control loop by
changing the control mode to “AUTO”, “MANUAL”, or “OFF”. The current output power percentage is
also displayed on the screen. The auto control mode puts the control loop in automatic PID control
mode. The manual control mode puts the loop in a manual control loop and uses a fixed preset
percentage output value that is output to the heating, humidifier or cooling system. If a cascade loop is
used (part temperature control) then the chamber temp is also displayed with the part temperature
being controlled. You can monitor up to 4 Control Loops and or 2 Cascade Loops if supported by the FAT.

Static Setpoint
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a-l Control 1

Cascade Loop 1

Control Loop 2

Setpoint 65.0°F Setpoint 74.0°F
Product Temp 77_1 °F Humidity Inside 85_3% RH
Heat Power % 0.0 °/° Heat Power % 0.0 °/°
Cool Power % 100.0 % Cool Power % 100.0 %
AUTO MANUAL OFF AUTO MANUAL OFF
Current Control Mode Auto Current Control Mode Auto
Chamber Temp T77.5°F
%
Return

Profile Viewer

Use the Profile Viewer Screen to load profiles that are stored inside the FAT or F4 and look at them
graphically. There are 40 stored profiles that can be loaded from the F4T or F4 which provides a quick

and easy way to see what the profiles are that are stored inside the FAT or F4 controller. After you select

a profile, the graph will be populated with the profile. You can use the “DownLoad Profile” button to
download the current viewed profile to the FAT or F4 controller as the Active Profile to be run. If you
hover your mouse over the data bars, you will see more detailed information about each profile
step. Under each step are how the Event Outputs are to be turned on or off for that step. In the chart
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below, the Event Outputs were given custom names from the “Edit Selected F4T or F4 Configuration” sub
menu, under the “Settings” menu.

If a profile is running and you open the active profile in the viewer the current step will be highlighted by
the green color as shown below and will be updated as the profile program progresses.

a2 Profile Viewer 2 |

Test Profile N

120

Part Temp °C
3
HY% Aupiungy

1: Ramp 2: Soak 3: Ramp 4: Soak 5: Ramp End
Time: Time: Time: Time: Time:
00:00:10 00:45:00 00:25:00 00:15:00 00:55:00
Cooling Cooling Cooling Cooling Cooling Cooling
Enable: On Enable: Off Enable: Off Enable: Off Enable: Off Enable: Off
Humidify Humidify Humidify Humidify Humidify Humidify
Enable: Off Enable: Off Enable: Off Enable: Off Enable: Off Enable: Off
Dry Air Dry Air Dry Air Dry Air Dry Air Dry Air
Purge: Off Purge: Off Purge: Off Purge: Off Purge: Off Purge: Off
Boost Boost Boost Boost Boost Boost
Heat: Off Heat: Off Heat: Off Heat: Off Heat: Off Heat: Off
Boost Boost Boost Boost Boost Boost
Select A Profile To Cool: Off Cool: Off Cool: Off Cool: Off Cool: Off Cool: Off
Be Viewed:
Rate est Profile Steps
Profile 4
Profile 3 |=
Demo Profile L
Download
Return
< Profile

Active Profle: Test Profile

Graph Setup

The Graph Setup page is used to select Pen colors for the trend chart and to enable them. You can
also select either the right Y-Axis or left Y-Axis to be used for trending. Each individual trend can also
be given custom units to be displayed on the trend chart. Both the right and left Y-Axis titles can also
be modified or given a unique name for the trend chart. In the Axis Control group box, you can
either set the high and low values for the axis scale of have ProcessView scale the axis

automatically. If you check the High or Low Tolerance check boxes, then you will see a tolerance
band graph the current setpoint. This can be useful to see if the process values follow the current
setpoint in a profile. If the process value goes above or below the tolerance band you can have
ProcessView display an alarm and the alarm is enable by checking the “Display High Tolerance Alarm”
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check box. If you click on the Pen color, a dialog will window will pop up allowing you to change the
trend color.

Note: Make sure you select the correct Sample Rate that will allow the Trend Graph to graph all the
data points for your maximum profile time. ProcessView will graph a maximum of 3600 data points
in the graph, so you will need to make sure that when you run your profile all data points will be
graphed for the Profile that you run. You can see what the maximum time is when you change either
the units or sample rate.

Once the Graph Setup is completed all the values and settings are saved for future sessions.
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F

Setup Graph 1

Pen

Name
Process Inputs

Temperature
Humidity

Temperature Control Loop
Temperature Target SP

Temperature Current SP
Temperature Heat PWR
Temperature Cool PWR

Humidity Control Loop
Humidity Target SP

Humidity Current 5P
Humidity Heat PWR
Humidity Cool PWR

Pen

Color Enable

Pen

® On
O Off

L Off
L Off
L OFff
L Off

O Off
O Off
O Off
L OFf

Select Axis Control
Y-Axis
Left Left
Y-Axis Y-Axis
Left v Right Right
Right v Y-Axis Y-Axis
X-Axis Y-Axis
Font Font
Grid Line Color Graph Bacl

Stop Trending When Profile
Has Ended or Stopped

Left Y-Axis Title
Temperature °C

Right Y-Axis Title
Humidity % RH\Power %
Limit

Limit 1 Bl O Off

Units
Sample | V‘
Rate 5.0 @

Maximum time the Data will
be Graphed with Sample Rate:

Maximum Trend Time: 20 Hours 50 Minutes

Save an

o8



ProcessView

PID Sets

You can use the PID Sets Window to view and edit the internal PID sets inside the F4 Controller or
FAT Controller. This feature is only available for the F4 Controller. Below is the window used for
editing and viewing all the PID sets in the F4 Controller.

PID Set 1
PID Set Channel 1 Cascade PID Set 1-5
PIDSet1-5: [1 v] Cascade PID Set 1-5: [1 v
Proportional Band A E] F Proportional Band B |11 F Proportional Band A [11 °F Proportional Band B |11 F
Integral A/Reset A E /min Integral B / Reset B E Jmin Integral A/Reset A E /min Integral B / Reset B E Jmin

Derivative A / Rate A |0.11 min  Derivative B / Rate B |0.11 min Derivative A / Rate A |0.11 min  Derivative B / Rate B |0.11 min

Dead Band A 1 °F Dead Band B [+ F Dead Band A 1 F Dead Band B 1 °F
Hysterisis A 1 *F Hysterisis B 1 'F Hysterisis A 1 'F Hysterisis B 1 *F
)
PID Set Channel 2
PID Set6-10: |6

Proportional Band A |66 F Proportional Band B |66 *F

Integral A/Reset A |0.66 | /min Integral B/ ResetB [0.66 | /min
Derivative A / Rate A [0.66 | min  Derivative B / Rate B |0-66 min

Dead Band A 6 °F Dead Band B 6 “F
Hysterisi Ok — Ok Return
ysterisis A 6 F Hysterisis B 3 F

Below is the window for the FAT Controller. When you select the Control Loop combination box, the
values will be updated for that particular control loop.
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PID Set 1

Control Loop: |Part Temp Cascade v| PID SetActive: 1
PID Set Values Cascade INNER PID Set Values . Cascade OUTER PID Set Values
PID Set 1-5: PID Set 1-5: PDSet15:[1 v
Heat Proportional Band:. 10 ‘ =¢ Heat Proportional Banu:{n.ooo | C Heat Proportional Band:|11.uDo | °C
Cool Proportional Bandy{ 10 *( Cool ProporlionalBandJ”-m“ < Cool Proportional Band:{ 11000 | °C
Derivative: :10 ‘s- Derivative: "l sec Derivative: |11 | sec
Integral: |110 ‘s- Integral: ‘"ﬂ | secrept Integral: |110 sec/rpt

Crossover Values
PID Set Crossover Type:

PID Set Crossover 1-2: |355.000

PID Set Crossover 3-4: |700.000

F
PID Set Crossover 2-3: |600.000 | F
F
F

PID Set Crossover 4-5:  |800.000

N
Return
Fast Graph

The Fast Graph is used to graph one of the control loops process value and current setpoint much
faster than the regular trend plot. For a Legacy F4 controller, the update rate can be as fast as 500
milliseconds, and for the FAT controller, it can be as fast as 250 milliseconds. This is useful for control
loops that have fast changing signals such as pressure. This Fast Graph menu is only displayed when
there is only one controller on the network as the dedicated communication speed takes up most of
the communication bandwidth. You can use the dropdown list box to select which of the control
loops to select (only one can be graphed at a time).

The fixed parameters that can be graphed, are the Process Value, the Target Setpoint, the working
Setpoint and Percent Power. You can go into the Graph Setup menu to access the setup parameters
and change the pen colors, enable the pens or change the update rate.

The percent power and target setpoint are updated at the slower normal graph rate of 5 seconds for
an FAT and 8 seconds for an F4 controller.

60



ProcessView

ﬂ Fast Graph
| GraphSetup  Archive Graph
Select Cantrol Loop to Trend.
Product Temp v

—— Product Temp Process Value —— Product Temp Current Setpoint  —— Product Temp Target Setpoint Product Temp Percent Power

[Product Temp Target Setpoint: 25.0]  [Time: 7/5/2022 2:08:09 PM | - P):;:r: -I 57CI CEVO
i Completed
Step

—&0 Type:
2459 Step 0 oF21

MNumber:

255

25.0+

2404 Lo Product Temp

22.0°C

1
Product Temp Current  25.0 °C

Product Temp Target 5P 250°C

225+
|20 Product Temp Heat PWR

235+

Jam0 Juele

Product Temp

40

Trend Cortrol

w W

0
14:08.08 14.08:08 14:08:10 14:08.12 140814 14.08.15 14.08.13 ZoomOu | Amnclaie | ATmotate

Trend Start: 7/05/2022 14:08:05

Left Aute Scale On
‘ Trend In -
Continuous Return MIEIH
Mode

[C) Only Trend when Profile is Running

Tuning

You can use the Tuning screen to tune upto 4 Control Loops and or 2 Cascade Loops if supported by the
FAT. Using this in conjunction with the Trend Graph allows you to quick see the Control Loop response
after Auto Tuning or with Manual Tuning. The tuning screen below shows two Control Loops, a Cascade
Loop and a regular PID Control Loop. With the Cascade loop you can modify the PID parameters for both
the “Inner” and “Outer” Cascade Control Loop. Refer to the FAT Operation Manual for more information
regarding the Cascade Control Loop. When Auto Tuning the control loop, first enter a setpoint that is
where your end process temperature will be operating at and then select the “Start Autotune”

button. The F4T will then begin the Autotune and will wait for the process value to cross over the
setpoint value 3 times before it calculates the new PID settings. This can be done for both Cascade and
regular PID Control Loops. The “Autotune Setpoint” button is used to set a percentage of the regular
Setpoint that the Autotune function tunes at. This is primarly used when any overshooting temperatures
during the Autotune could harm the equipment. If this is not the case, then it is recommended to set the
“Autotune Setpoint” value to 100 or 100% of the setpoint. Then the autotune will tune at the desired
process temperature. You can also select the type of response you want by selecting Critical, Under
Damped or Over Damped in the “Autotune Aggressiveness” drop down box. Refer to the FAT Operation
Manual for more information on the Tuning parameters and what they are used.
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o Tuning 3 - =] -

Cascade Loop 1 Control Loop 2
Inner PID Loop Outer PID Loop PID Parameters
Heat PB 31 Heat PB 48 Heat PB 25
Cool PB 3 Cool PB 7 Cool PB 25
Integral 110 Integral 628 Integral 180
Derivative 18 Derivative 105 Derivative 0
 Dead  Dead
‘, Band_ ] 2 el 800°F ' Band | D ’ e 890F
Set Point Autotune Set Point Autotune
Autotune g Autotune Waiting For Autotune - g Autotune Off
Aggressiveness lCrmcaI "I Status:  Cross 1- Aggressiveness lCrmcal “" Status:
Return

Setup Data Logging Screen
Data To Log

The “Data to Log” tab screen is used to select which parameters are to be logged during file data
logging. The Data Log Interval button is used to set the frequency of data logging and has a minimum
value of 5.0 seconds. The “Event Output Data Enable” is used to check if certain events are set to
“ON” during a profile to check tolerance bands or provide data for only one particular or a group of
steps in the profile. Select “All Steps” to see the step data information that will be logged in the
summary at the end of the data log. Select “None” if you do not want step data to be included in the
data log summary at the end of the data log or select a particular event output that can be used as a
trigger to record data just during the steps that have event output turned on in the profile run.
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ProcessView

Data To Log Log File Name/Location Start/Stop Automation

Data Log
Interval

Login User Name
Active Profile

Profile Data

e Temperature
— Target SP

e Temperature
— Current SP

O Humidity
— Target SP

O Humidity
— Current SP

[] Step Number
[ Step Type

[] Profile Status

Event Outputs

[ RH ENABLE

[ BOOST CcoOL
(] AMBLOCKON
[ DEHUMID AIR
[ DRY AIR PURGE
(] GN2 PURGE

5.0

Units

Sec

Over Temp 1 Data

A Over Temp 1
—  Status
(] Over Temp1
B Over Temp 1
— HighSP
— Over Temp 1
Temperature L Low SP
[ Target SP
[l current sP
[} Temperature
[ Heat PWR
[] cool PWR
Humidity
[ Target SP
[ current SP
] Humidity
[] Heat PWR
[ cool PWR
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Log File Name/Location

The “Log file Name\Location” tab is used to change the folder path where the Data Log files are
stored on your PC. Select the “Change File Location” button to change the folder path. If you want
ProcessView to make a backup copy of the data log file after logging has ended then you can check
the “Backup File after data logging has ended” checkbox and specify a backup location.

If you would like to append information on all the files you can enter text and check the “Append
user supplied text to file name” check box. If you would like for a user to be prompted when starting
a profile to add text to the file name then check the check box that does this. If you need the data
log to be secure and encrypted then check the “Encrypt Data Log File” check box and ProcessView
will encrypt the data log file. You can use the View Data Viewer to look at the data from the
encrypted file. You can make the order of the file name to your requirements by checking the the
File Name Items and setting the order that is needed in your application. Just remember to make
“Seconds” the last item in the list so that every file that is stored will have a unique file name.
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H Setup Data Logging 1

Data To Log Log File Name/Location Start/Stop Automation

Data Log File Location: C:\ProgramData\ProcessView\Data Log Files

Change File
Location

(] Enable data logging to back up folder

Backup Data Log File Location: C:\ProgramData\ProcessView\Backup

Change File
Backup
Location

File Security

[J Encrypt Data Log File

— SetFile Permissions to
— Delete only by Administrator

Start
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Start/Stop Automation

If you want ProcessView to automatically start data logging when a profile is started and then stop
the data logging when the profile has ended then check the “Data Log Only When Profile is Running”
check box. If want ProcessView to automatically print a graph of the data just logged then check the
“Print Data Graph at End of Profile” box. After a profile has ended ProcessView will try and print the
graph to the default printer in Windows. If you want to have ProcessView save the a graph of the
data just logged to a PDF file then check the “Save PDF Data Graph at End of Profile” check box.

If you want to have ProcessView send the data file after it is done logging to an external FTP site you
can check the FTP check box and you will then be prompted for the address of the FTP site where the
data is to be sent. If you want ProcessView to automatically log data on power up if a profile is
running then check the appropriate check box. You can also have ProcessView send a chart from the
logged data to the default printer connected to your PC. Check that check box if you want that to
happen.

If you want to have ProcessView send the data file after it is done logging to an external FTP site you
can check the FTP check box and you will then be prompted for the address of the FTP site where the
data is to be sent. If you want ProcessView to automatically log data on power up if a profile is
running then check the appropriate check box. You can also have ProcessView send a chart from the
logged data to the default printer connected to your PC. Check that check box if you want that to
happen.

If you want ProcessView to automatically start data logging at startup when a Profile is currently
running then check the “On software startup, Enable Data Logging and Datalog if Profile is running”
check box.

For Database applications, you can have ProcessView automatically create a database table and send
the data to the new table created at the end of the Profile Run. Check the checkbox shown below

“Send Data File to SQL Server or Cloud Database at End of Profile”. The table that is created will have
the same name as the file name created for CSV files with a prefix of “dbo” for SQL Server databases.

You can also change the date format used thru out the software to match your preferences.

You can also change the date format used thru out the software to match your preferences. If you
want to have color coded reports for each controller (ex. Blue badge for a freezer, Red badge for a
furnace) you can select the color for each controller by selecting the color badge button. The badge
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is a small filled rectangle that is added to the upper left corner of any printed or saved PDF files that
are automatically printed after a profile run.

Setup Data Logging 1

Data To Log Log File Name/Location Start/Stop Automation

Start/Stop Data Logging
B only when Profile is started Date Format: MM/DD/YYYY -
and stopped.

Today's Date: 03/24/2024

. MM - Month
O Print Data Graph at DD -Day of the Month
~ End of Profile YYYY-Year

Save PDF Data Graph at

End of Profile Color of Badge Added to
PDF and Print Documents

Saved File Location:

C:\ProgramData\ProcessView\Graphs

Change PDF
File Location

— Send CSV Data File to
— FTP Site at End of Profile

Send Data File to
) sQL Server or Cloud
Datbase at End of Profile

On software startup, Start
] Data Logging if Profile
is currently running

Start Data Logging at
Profile Start and Exit

Real-Time Data Viewer Screen
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The Real-Time Data Viewer screen is used to view data as it is being logged in real time. You can add
notes to the data log file while data is being logged. Anytime a user changes an event, variable, starts,
stops, resumes or pauses a Profile that event will be logged. After the logging session has ended, all
sensor input minimum and maximum values will be logged as well. This is valuable information for
quality control purposes and validation of test runs. Notes can be appended to the data file after a Profile
is done or the data logging session has been stopped by the user.

From this screen is where you are able to start and stop manual data logging when data logging is not
done automatically when profiles are run. If data logging at the start of a profile option is enabled, then
the “Start Data Logging” button will not be visible.

You can load a view prior data logs that are encrypted or not encrypted from the Load Data Log File
button. You can see a historical graph of prior data log files with the Graph Data button. If you need to
add an electronic signature to the data log you can do this with the electronic signature button. After
adding the signature, the file will be converted to an XML file type which as the encrypted electronic
signature added to it. This will create a file that is now tamper proof and cannot be altered in anyway. If
anything is changed in the file the signature will be invalid. If you need to check if a signed file has not
been altered you can use the “Verify Signed File” to check a signed XML file for Authentication. Then if
the signed file passes you can load the XML file into Excel to do what you want with the file.
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Y

Load Data Data Log File Viewer

Log File
Data Log File: 2024-02-20_11-43-39_Chamber 1_1_TestA__.csv
Date Time Temperature Humidity Process Temperature P.rnfile Humid.ity

Process Value (C) Value { %RH) Current Set Point (C) Set Point
[PYIPIPTY 11:45:34 | 24.1 100.0 26.3 46.0
02202024 | 11:45:29 | 24.1 100.0 26.2 46.0
02202024 |11:45:24 | 24.1 100.0 26.2 46.0
02202024 | 11:45:19 |24.1 100.0 26.0 46.0
02202024 |11:45:14 | 24.1 100.0 25.9 46.0
02202024 |11:45:09 24.1 100.0 25.9 46.0
02202024 |11:45:04 | 24.1 100.0 25.8 46.0
02202024 |11:44:59 | 24.1 100.0 25.6 46.0
02202024 11:44:54 | 24.1 100.0 25.6 46.0
02202024 |11:44:49 | 24.1 100.0 25.4 46.0
02202024 |11:44:44 | 24.1 100.0 25.3 46.0
02202024 |11:44:39 | 24.1 100.0 25.3 46.0
02202024 | 11:44:34 | 24.1 100.0 25.1 46.0
02202024 | 11:44:29 | 24.1 100.0 25.0 46.0
02202024 11:44:24 | 24.1 100.0 25.0 46.0
02202024 11:44:19 |24.1 100.0 24.9 46.0
02202024 | 11:44:14 |24.1 100.0 24.7 46.0
02202024 |11:44:09 24.1 100.0 24.7 46.0
02202024 |11:44:04 24.1 100.0 24.6 46.0
02202024 |11:43:59 24.1 100.0 24.5 46.0
02202024 |11:43:54 | 24.1 100.0 24.4 46.0
02202024 |11:43:49 | 24.1 100.0 24.3 46.0
02202024 |11:43:44 | 24.1 100.0 24.2 46.0
Enter Text To Be Added To Data Log File Here
- Data Sort
TZ;.I;‘I: Iﬂugtii‘::: Graph Data (Newest First) Return

L —————————————————————————————
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Analog Inputs

The Analog Inputs Window, is used to display all of the Analog inputs for the FAT controller (F4’s are
not supported). The values displayed are the raw analog inputs from either TCs, voltages, current or
other internal values such as a variable or process block. The color of the displayed process values
can be changed using the “Setup Graph” window. The names of each analog input can be
customized in the “Edit Units/Labels”, Analog Inputs tab screen which comes from the “Edit Selected
FAT/F4 or PM Configuration” menu. You can also enable or disable displaying the Analog Inputs from
that screen as well.

If you want to increase the size of the values, labels or units you can do this by first selecting the
parameter then left clicking your mouse one time. This will select the parameter, and then you can
re-position it on the window by dragging your mouse to the location you desire. Then you can the
left click your mouse one time to deselect it and lock it into place. After the move has been done or
after selecting and deselecting a parameter you can increase or decrease the font size to make it
larger or smaller. Then when finished you will need to select the Save button to save the

settings. This feature allows a user to have very large fonts for process values so you can see them
on a PCdisplay from a far distance away. You can then move the Analog Input window for several
controllers onto the PC display to show multiple chamber process values. You can also select the
information icon and a help window will pop up which describes how to use the screen.
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Y Chamber 1 Analog Inputs — O
o Chamber 1
Air Ternp 2214 °C Overternp 22.71 °C
Humidity ~ 32.00 %RH ProductTemp 2206 C

Decrease
Font

Increase

Font e

ProcessView

bt

Below is an example of how you can increase the font to make a large process value window:
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Y Chamber 1 Analog Inputs - O =

o Chamber 1

Temperature

24.60

Increase Decrease
Font Font

Save

Batch Setup

The “Batch/Scanner Setup” screen is used configure the fields for batch entry before a profile is

run. The only two fields that cannot be changed are the “Load Operator and Unload Operator”
fields. All the fields can be customized to your application. The “Enable” check boxes are used to
enable the fields during the batch entry. The “Required” check boxes can be used to force an input
to the associated field. If the field has not been entered by the user when starting a profile an error
message will pop up alerting the operator to fill in the information before a profile will be allowed to
run. You can use the enable and disable buttons to select all the fields to be enabled or disabled to

save some time.

The “Clear All Fields when Batch Input Window Loads” will clear all inputs when the batch input
window opens forcing the user to input all new information for a batch run. If this is left unchecked
then the software will retain the last batch entry fields when the batch input window opens.
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When using a scanner, the order that is scanned is the first column will be first and each row in that

column will be scanned, then the second column and so forth.

Bar Code/QR Code Scanner Configuration: In order for the software to recognize that a Bar Code/QR

Code has been scanned, the Scanner must be configured to have a CR (Enter Key/Carriage Return

Pressed) as an ending character or suffix character that is appended to the Bar Code Data. Most

Scanners can be configured this way by scanning a configuration bar code from the Scanner’s User

Manual. Please refer to your Scanner’s User Manual in order to configure this.

ﬁ Batch Se
Batch Data Enable Required 5ShopOrders Enable Required ShopOrders Enable Required Shop Orders
a [} Shop Order 1: a O ShopOrder4: | @ O Shop Order 7
e OJ Part Mumber: e OJ Part Number: a OJ Part Mumber:
Batch ID: a [ Qty: a O Qty: a O Qty:
O O Material: e O Material: a O Material:
a O Shop Order2:| @ O ShopOrder5:| @ O Shop Order 8:
O O Part Mumber: [} O Part Number: a O Part Mumber:
O O Qty: a O Qty: a O Qty:
O O Material: a O Material: a O Material:
O O Shop Order3:| @ O ShopOrders: | @ O Shop Order 9:
O O Part Mumber: a O Part Mumber: a O Part Mumber:
] O Qty: [} O Qty: a O Qty:
_ O O Material: a O Material: a O Material:
Edit Table Column Names: [l Clear All Fields when Batch Input Win
Shop Orders Enable All
Shop Orders
Shop Orders
Shop Orders Disable All
Save
and Exit
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The “Batch Data” column fields are shown in the Quality Assurance Report in the General section at
the top of the report. All the other columns are shown in the “Batch Information” section of the
Quality Assurance report. You can determine for you application how to organize these fields for
that are applicable to your application. If you choose to have a graph and the batch information
automatically printed or saved to a PDF file after running a batch or profile you can select how many
printed copies are printed by entering the number that you wish to have printed in the text box at
the bottom of the window.

Below is an example of using different parameters and associated shop orders when loading a
chamber with lots of different shop orders and part numbers:

ﬁ Scanner/User Input 1

Batch Data Batch Datalnputs  Shop Orders  Shop Orders Inputs  Shop Orders  Shop OrdersInputs  Shop Orders  Shop Orders Inputs  Shoy
Operator Shop Order 1: Shop Order 4: Shop QOrder 7: Shop
Unload Cperator: Part Number: Part Number: Part Number: Part
Batch ID: Qty: Qty: Qty:
Material: Material: Material: M
Shop Order 2: Shop Order 5: Shop Order 8: Shog
Part Number: Part Number: Part Number: Part
Qry: Qry: Qry:
Material: Material: Material: M
Shop Order 3: Shop Order 6: Shop Order 9: Shop
Part Number: Part Number: Part Number: Part
Qty: Oty Qty:
Material: Material: Material: M
Profile to be Loaded:
User Notes:
Exit and Save Clear All Number of Automatic

Print Copies:
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Database Setup

The Database Setup Screen is used to connect to a database such as Amazon AWS RDS, Microsoft
Azure, Microsoft Access or Microsoft SQL server. After datalogging has finished, then you must first
connect to the database server unless it is for Microsoft Access database.

Before you can connect to the data base you must put in the correct path to the database server and
the name of the database you are trying to connect to. If you are unsure what this is consult your
local IT person at your company that is familiar with how your company’s database settings are
configured. You also need to select the database format that you are trying to connect to.

You also must have your username and password typed in that is used to connect to your

database. After you have the username and password entered you can connect to the database by
selecting the “Login Button”. If it is successful you will see the green “Connected” label and you will
get a popup message that says you are connected. After you datalogging is finished either
automatically after a Profile is done or if you stop it manually you can upload and save the

data. When you select the “Upload Data To Database” button or a data log file is automatically
uploaded after a Profile is done, a table will be created in your database that has the same name as
the data log file and it will be populated with the data. The file will have a prefix of .dbo added to the
file name which represents the default schema for SQL Server which stands for “Database Owner”.

You will then see the data that was uploaded in a data grid view table on the database window and a
message will appear which tells you how many data rows or records were uploaded. If you are using
a Microsoft Access database, the software will create a new database before it creates a table to
populate the data in. For cloud and Microsoft SQL Server the software will only create a new
database if the current database name is not found in the database server that is connected to.

Saving Tables Automatically after a Profile Run:

To have ProcessView automatically save a database table after a profile has been run then you will
need to set the checkbox in the Data Log Setup window as show below:
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Data To Log Log File Name/Location Start/Stop Automation

Start/Stop Data Logging
only when Profile is started
and stopped.

— Print Data Graph at

— End of Profile

— Save PDF Data Graph at

— End of Profile

Saved File Location:

C:\ProgramData\ProcessView\Graphs

Change PDF
File Location

— Send CSV Data File to
— FTP Site at End of Profile

Send Data File to
SOL Server or Cloud
Datbase at End of Profile

On software startup, Start

_| Data Logging if Profile

is currently running

ProcessView
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While the profile is running and the software is connected to the remote database, the indicator
shown below will appear on the Main graphing window as show below next to the data logging
enable indicator:

Left Auto Scale On

Microsoft SQL Server:

When using Microsoft SQL Server, when you login ProcessView will try and connect to the “master”
System Database using the username and password credentials first. There must be a “master”
System database present on the instance of the SQL server which is always included upon first
installing the SQL Server. Then when the “Upload Data To Database” button is selected, ProcessView
will check to see if the Database Name field is already present in the remote SQL server and switch
from the “master” to the named database. If the named database is not in the SQL Server,
ProcessView will create a new database and use it instead of the “master” database.

You can check this by using Microsoft SQL Management Server Studio software at the SQL Server PC
and checking to see if it exists as shown below:
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Object Explorer > o x

Connect~ ¥ ¢ »

Sl =3 WINDOWS-SMB7HB0\FATSERVER (SQL Server 15.0.2070 - glenn1)
- Databases

- System Databases
+| ' model
+ @ msdb

+ @ tempdb
+ Database Snapshots

+| l Test

+ i test2

+ i test3

+ @ testd
+ Security
+ Server Objects
+ Replication
+ PolyBase
+ Management
+ 2] XEvent Profiler

Below is a screen shot which shows the tables created after a profile has been run. The table names are
the same name as the csv file name with a “dbo” prefix. In the Datalog Setup window you can specify the
file name and its components. The table files were stored in the database named “test2”.
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..‘5; SQLQuery1.sgl - WINDOWS-SM67THB\FATSERVER test1 (glenn3 (57)) - Microsoft SQL Server Management Studio

File Edit View Project Tools Window  Help
Q- ?‘3 - - 2 [~ Hu | @ New Query J% uﬁ oM lﬁ}.
: | 5 | Execute

Object Explorer
¥ ¢

¥

Connect =

DAL |

= i@ WINDOWS-SM67HB0\FATSERVER (SQL Server 15.0.2104 - glenn3)
[=] ©¥ Databases
System Databases
Database Snapshots
W abc123
W testl
= i test2
Database Diagrams
[=] ©¥ Tables
System Tables
FileTables
External Tables
Graph Tables
B dbo._2022_11_12_15_43_06__3F4_Name_69_TEST2
B dbo._2022_11_12_15_49_53_ 3F4_Name_69_TEST2
B dbo._2022_11_12_15_59_12_ 3F4_Name_69_TEST2
B dbo._2022_11_12_16_02_04_ 3F4_Name_69_TEST2
B dbo._2022_11_12_16_09_58_ 3F4_Name_69_TEST2
B dbo._2024_03_03_13_06_48_F4T_8_Short_
B dbo._2024 03_03_13_10_03_F4T_8_Short_
B dbo._2024 _03_03_14_25_39_F4T_8_Short_
B dbo._2024 03_03_14_28_21_FAT_8_Short_
E dbo.December_28_180223_FAT
B dbo.F4Name2TEST2
Views
External Resources
Synonyms
Programmability
Service Broker
Storage
Security
test3
test4

[+ [ [+

"D EEEEEEE

"@| "p

J¥EEERE Scpipt
—|SELECT TOP (1@

, [Date]

, [Time]
LIPV_ 1 G
L[PV_1_P
,[PV_2_C
,[PV_2 P
, [Data_L
, [Miscl]
, [Misc2]
, [Misc3]
, [Misc4]
, [Misc5]
, [Misch]
, [Misc7]
, [Misc8]

100% ~ 4

B Results | gl Messages

Date
1 03-02-2024
2 03-02-2024
3 03-02-2024
4 03-02-2024
5 03-02-2024
6 03-02-2024
7 03-02-2024

b L= T ) B S TS T N

<| In

@ C| WINDOWS-SM67HE

Below is a screenshot of the Database setup window from ProcessView which shows the database name

and file name that was created during a Profile Run:
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55 Database Setup 1

Server Name or u i
IP Address, Port Number: 192.168.0.60 sername: glennl
Default Port (1433) feo\
Password: LT YYYY)
Data Base Name:  test2 [ Use Local Database
loy
LR Local Database
Server Database Format: File Location:
MS SQL Server ~
-] in To Server At Startu
Upload Data oo ?
To Server
Database Table Name: dbo._2024 03 04 08_32 03 _FAT_8 Short_

Date Time PV _1_Outer_LP_Set_Point_C PV _1_Inner_LP_Process Value C PV_1_Process Value PRC Data_Log Motes Miscl Misc2 Misc3 Miscd Miscs M

Note: Make sure “Server Name" is in the correct
format for your Microsoft Azure. Amazon AWS account or SQL Server PC.

Examples: Return
Microsoft Azure: fdtserver.databasewindows.net

Amazon AWS RDS: fdtserver.cjsdg5ewmp6r.us-east-1.rds.amazonaws.com

Microsoft SQL Server: WINDOWS-SME7HB0 (typically PC name)

Below is an example of a database setup using Microsoft SQL Server as the Database format. The
database that is used is “abc123” which is stored on the SQL Server. The Server Name is “WINDOWS-
SM67H80” which also is the name given to the PC running Microsoft SQL Server. In the majority of
cases you will not need to check the “Use Local Database” check box. This is only used if you are
using a Local DB or local database for testing purposes.

The Username and Password are for the user that is given remote access in the SQL Server
software. Below is an example of a list of users setup on a SQL Server. This window is show in the
Microsoft SQL Management Server Software:
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Object Explorer 1 x
Connect~ ¥ Y & -

- i@ WINDOWS-SM67HS0\FATSERVER (SQL Server 15.0.2070 - glenn1)
+ Databases
E Security
-
me ##MS_PolicyEventProcessingLogin##
me ##MS_PolicyTsqlExecutionLogin##
= BUILTIN\Users
glenn
glenn?2
NT AUTHORITYWSYSTEM
NT Service\MSSQLS$F4TSERVER
NT SERVICE\SQLTELEMETRY$FATSERVER
NT SERVICE\SQLWriter
NT SERVICE\Winmgmt
WS—SME«?HB[}\gIenn
+ Server Roles
+ Credentials
+ Audits
+ Server Audit Specifications
+ Server Objects
+ Replication
+ PolyBase

+ Management
+ ] XEvent Profiler

You can also connect to a SQL Server using an IP address and Port number. 1433 is the default port
used by SQL Server. If your SQL Server is setup to use a different port then this is how you can access
that SQL server using a different port number.

An example is show below:
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o5 Database Setup 1

Server Name or
IP Address, Port Number: 192168.0.60,1433 Username: glennl
Default Port (1433) le
Password: LIXTTYYY ]
Data Base Name:  test2 [ Use Local Database —
lowercase) Local Database
Server Database Format: File Location:
MS SQL Server ~
B Login To Server At Startup
Upload Data
To Server
Database Table Name: dbo. 2024 03 04 08 32 03 F4T 8 Short_

Note: Make sure "Server Name" is in the correct
format for your Microsoft Azure. Amazon AWS account or SQL Server PC.

Examples: Return
Microsoft Azure: fdtserver.database.windows.net

Amazon AWS RDS: fdtserver.cjsdgSewmpbr.us-east-1rds.amazonaws.com
Microsoft SQL Server: WINDOWS-SMB7HB0 (typically PC name)

Setting Up a MS SQL Server to allow Remote PC Access

After installing Microsoft SQL Server on your PC which will be the server for the database, you will have to
note the server name (usually the name given the PC), the instance (then name given the server) and the
name of the database that you want ProcessView to store data in.

There are two types of adjustments which must be set before connecting to the remote SQL Server. These
settings are important because without them the connection to the remote SQL Server will not be able to

be successfully created

Configuration settings:

1. The SQL Server instance to allow the protocol being requested
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2. Allow access through the Window Firewall

In order to allow access to SQL Server instance, we have to enable TCP/IP protocol which is not enabled by
default.

In order to establish a successful remote connection is to set up appropriate ports through the Window
Firewall. In SQL Server there are two types of instances. First is a default instance and the second is a
named instance. To connect to the default instance of Database Engine, or named instance that is the only
instance installed on the machine, the TCP port 1433 is the only port that you need to specify.

But if you have multiple name instances installed on your machine, to connect with one of them, we must
provide a port number which corresponding to appropriate instance name. By default named instance
used dynamic port, which means that every time when the Database Engine starts new port number is
assigned. Because of that it is difficult to configure Windows Firewall to enable access.

In order to resolve this problem, there is a SQL Browser service, which provide the TCP port number that
corresponds to the named instances. The SQL Browser services use UDP port 1434. Now we met with the
basic matters relating to remote connection, let's continue with the setup procedure.

Enabling TCP/IP protocol

The first step is to enable TCP/IP protocol on the SQL Server service. Open the SQL Server Configuration
Manager in the Configuration Tools folder under the Microsoft SQL Server folder:
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hamm‘ﬁ e e e e o e W4
. Google Drive -
. Java

. Maintenance

. Microsoft Dynamics CRM 2015

. Microsoft Expression

. Microsoft Office 2013

. Microsoft Silverlight

Microsoft Silverlight 4 SDK

. Microsoft Silverlight 5 SDK

. Microsoft SQL Server 2008

. Microsoft SQL Server 2012
,_I_:] Download Microsoft SQL Server Comg
" . Import and Export Data (32-bit)
"4 Import and Export Data (64-bit)
2 SQL Server Management Studio

. Configuration Tools

v Reporting Services Configuration b ™
SQL Server Configuration Manager
j SQL Server Error and Usage Reporti
‘ﬁ’ SQL Server Installation Center (64-1
’ﬁ SQL Server Installation Center

1. Integration Services

. Microsoft S5QL Server 2014

. Microsoft Visual Studio 2005

., Microsoft Visual Studio 2012

. MV2Player -

From the SQL Server Network Configuration node, select the Protocols item for the appropriate SQL
Server. In the details pane, right click the TCP/IP item and select the Enable option:
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E Sgl Server Configuration Manager

ProcessView
File Action View Help

&= 2|2 H

ﬁ SQL Server Configuration Manager (Local) Protocol Name Status
o SQL Server Services , ) _ Y~ Shared Memory  Enabled
b . SQL Server Network Configuration (32bit) = Named Pipes Enabled

» 2 SQL Native Client 11.0 Configuration (32bit) Disabled

4 _g_ SQL Server Network Configuration Enable
%n Protocols for SQLEXPRESS i .
& Protocols for SQLENTERPRISE Usable
b SQL Native Client 11.0 Configuration :
& Q g Properties
Help

Enable selected protocol,

After that, again right click and select Properties of TCP/IP protocol. Select the IP Addresses tab in the
window and scroll down all the way down to IPALL section and make sure the TCP Dynamic Ports is set to
nothing and the TCP Port is set to a value of 1433 as shown below, then hit OK:
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\pmmi IP Addresses

Enabled No
IP Address fe80:1df8:52d5:7b48:510%11
TCP Dynamic Ports 0
TCP Port
B e
Active Yes
Enabled No
IP Address 169.254.245.16
TCP Dynamic Ports 0
TCP Port
3 1po
Active
Enabled
IP Address
TCP Dynamic Ports
PG

B eanl
TCP Dynamic Ports
1 ) TCP Port
Active
Indicates whether the selected IP Address is active.

—

Warning

Any changes made will be saved; however, they will not take effect until
LW the service is stopped and restarted.

QK

After this step the Warning box pop up in which informs us that changes that are made won't take effect
until the next time service is started.
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In order for the changes take effect, from console pane, select the SQL Server Services and from the
details pane, right click the SQL Server (SQLEXPRESS) database engine instance and click
the Restart option:

E Sql Server Configuration Manager

File Action View Help

s 2| H

SQt :rver ;emce; Conk ) " ¥~ Shared Memory Enabled
b ,@_ SQ n.fer eitwu on rguratm:.s (32 't)_ U Named Pipes Enabled
B & SQL Native Client 11.0 Configuration (32bit) S TCP/IP Disabled
4 [ SQL Server Network Configuration T e
2= Protocols for SQLEXPRESS :
2 Protocols for SQLENTERPRISE Hrmnie
» 8 SQL Native Client 11.0 Configuration p .
Help

Enable selected protocol.

b

Now the service started with TCP/IP enabled, but still can't connect remotely until we configure the

Windows Firewall.

Configuring Windows Firewall

From the Control Panel choose Windows Firewall and click the Advanced settings or just
type wf.msc in Search program and files from the Start menu:
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Ov|£ <« All Control Panel Items » Windows Firewall - | +s l I Search Control Ponel £

Contrel Panel Home

Allow a program or feature
through Windows Firewall

# Change notification settings

B Tum Windows Firewall on or
off

@ Restore defaults

¥y Advanced settings

Troubleshoot my network

See also
Action Center
Network and Sharing Center

Help protect your computer with Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to
your computer through the Internet or a network.

How does a firewall help protect my computer?

What are network locations?

. @ Home or work (private) networks Not Connected (¥)

. @ Public networks Connected (&)

Networks in public places such as airports or coffee shops

Windows Firewall state: On

Incoming connections: Block all connections to programs that are
not on the list of allowed programs

Active public networks:

Notification state: Notify me when Windows Firewall blocks a
new program

e Inbound Rules: You can allow or block traffic attempts to access the computer that matches

certain criteria in the rule. By default inbound traffic is blocked, to allow traffic to access computer,

you need to create inbound rule.

e Outbound Rules: You can allow or block traffic originating from specifying computer creating

rules. By default outbound traffic is allowed, so you need to create the rule that block outbound

traffic.

In the Windows Firewall with Advanced Security, click the Inbound Rules from the left pane, right
click Inbound Rules and select the New Rule or from the Actions pane click the New Rule:

You will create a new Inbound Rule with the following properties:

Rule Type: Port

Protocol and Ports: UDP, 1434

Action: Allow the connection

Profile: Domain, Private, Public
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Name: SQL UDP 1434

Go to Inbound Rules and select New Rule.

@ Windows Firewall with Advanced Security
File Action View Help
hee il in JERH
@ Windows Firewall with Advance §ITETTEE R E28 I Actions
—— T ———————— —— P FPRTE -5
E Inbound. ﬁu]:s Group Profile  Enabled  Action
&3 Outboun ’_ New Rule...
!iﬁ Connecti Backup All Yes Allow
» B Monitorit Filter by Profile * | Backup port Al Yes Allow T Filter by Profile N
Filter by State b ICS Public  Yes Allow
oy i i T Filter by State »
Filter by Group y dlCS Public Yes Allow )
CA\Program Files (186)\Moxzilla Fir... Private  Ves Allow 7 Filter by Group 4
View * (C:\Program Files (86)\Mozilla F... Private  Yes Allow View »
Refrech (C:\Program Files (x86)\Mozilla F... Prwa.le Yes Allow @ Refresh
Bort Lt Public Yes Allow ) )
e Public  Ves Allow k= Export List..
Help ft Lync UcMapi Public  Yes Allow /d Help
wmicrosoft Lync UcMapi Public Yes Allow
@ Microsoft Office Qutlook Public Yes Allow
@ mode=DISABLE Public Yes Allow -
I T b s ) il ' i +
New Rule...

On which you will click, it's up to you. In both case the New Inbound Rule Wizard will appear. Under
the Rule Type choose Port and click the Next button:
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@ New Inbound Rule Wizard

Rule Type
Select the type of firewall rule to create.

Steps:

# Rule Type What type of rule would you like to create?

@ Protocol and Ports

# Action i Program

@ Profiie Rule that controls connections for a program.
@ Name @ Port

Rule that contrals connections for a TCP or UDP port.
i Predefined:

Rule that controls connections for a Windows expenence.

' Custom
Custom nule.

Leam more about nule types

<Back |[ Net> ][ Concel

From this link you can more informed of all rule types which are shown in the image above.

In the Protocols and Ports there are a several options that you can choose, depending on which type of
protocols you select.

If you are wondering what is the difference between the TCP and UDP protocols you can find from
this link.

TCP is used for the default instance and named instance if is the only instance installed on the machine
and default port is 1433.

o All local ports: Rule applies on all ports from the selected protocol.
o Specific local ports: In the text box you specify a port or set of ports to which the rule applies.

For this example, select the UDP protocol and in the Specific local ports enter port number 1434. To
proceed with the settings SQL Browser services, click the Next button:
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@ New Inbound Rule Wizard

Protocol and Ports
Specify the protocols and ports to which this rule applies.

Steps:

@ Rule Typs Does this nule applyto TCP or UDP?

+ Protocol and Ports & TCP

@ Action @ upP

# Profie

@ Neme Does this rule apply to all local ports or speciic local ports?
" All local ports

@ Specific local ports: 1434
Example: 80, 443, 5000-5010

Leam more about protocol and ports

| <Back || Net> || Concel

e Allow the connection: Includes all connections secure and insecure.

e Allow the connection if it is secure: Includes only connection if it is made through a secure

channel.

e Block the connection: Blocks all connections secure and insecure.

In the Action dialog choose Allow the connection and click the Next button:
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@ New Inbound Rule Wizard

Action
Specify the action to be taken when a connection matches the condttions specified in the rule.

Steps:

@ Rule Type What action should be taken when a connection matches the specified condtions?

@ Protocol and Ports .
@ Allow the connection

@ Acion This includes connections that are protected with IPsec as well as those are not.
@ Profie
. ) Alow the connection if it is secure
@ Heme This includes only connections that have been authenticated by using |Psec. Connections
will be secured using the settings in IPsec properties and nules in the Connection Security

Rule node.

! Block the connection

Leam more about actions

[ <Back [ Nea> J[ Conce

e Domain: The setting is applied only when a computer is connected to a domain.

e Private: The setting is applied when a computer is connected to a network that is identified as a
private network.

e Public: The setting is applied when a computer is connected to untrusted public network.

In the Profile dialog choose all three profiles and click the Next:
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g New Inbound Rule Wizard

Profile
Specify the profiles for which this nule applies.
Steps:
@ Rule Type When does this rle apply?
@ Protocol and Ports
@ Action [¥| Domain
& Profie Applies when a computer is connected to its comporate domain.
@ Name Private

Applies when a computer is connected to a private network location.
[¥] Public
Applies when a computer is connected to a public network location.

Leam more about iles

<Back || Net> ][ Cancel

On this step give the rule a name and click the Finish.

Note: When we give the name of the rule, please write some descriptive name that you can understand
later, when you need to find them or edit in the Inbound Rules list.

In the Name Dialog give the rule a name that you understand and will remember, you can also add a
description in the description text box that the rule is for allowing incoming requests on the UDP port
1434.

Name: SQL UDP 1434

You will now need create an incoming rule for the TCP Port 1433 just like you did the UDP port
1434. Repeat the steps above:

Go to Inbound Rules and select New Rule. Add the following rule, refer to images above if unclear.
Rule Type: Port
Protocol and Ports: TCP, 1433
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Action: Allow the connection

Profile: Domain, Private, Public

Name: SQL TCP 1433

Now create an allow rule for the database engine instance.

Go to the New Rule and from the Rule Type select the Custom rule;

@ New Inbound Rule Wizard

Rule Type
Select the type of firewall nule to create.

Steps:

& Rule Type What type of rule would you like to create?

& Program

@ Protocol and Ports “ Program

@ Scope Rude that controls connections for a program.

@ Action ¢ Port

@ Profile Rule that controls connections for a TCP or UDP port.

@ Name i Predefined:
(BanchCache CoterPeteval(sesfiiTe) . =~~~ i
Rule that controls connections for a Windows expenence.

@ Custom

Custom nule.

Leam more about nile bypes

cBack [ Net> ][ Cancel

In the Program under the Services click the Customize button:
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From the Customize Service Settings under Apply to this service select database engine instance service
and click the OK button:
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Customize Service Settings

Apply this rule as follows:
1 Ppply to all programs and services
7 Ppply to services only
@ Apply to this service:

Name Short Name -
%4, SPP Notification Service sppuinotify

,é, SQL Server {CRM) MSSQLSCRM

%, SQL Server {CRM) On-Demand Shutdown CrmSqiStartupSve

e, SQL Server (SQLENTERPRISE) MSSQLSSAQLENTERPRI...

Z35GL Server (SQLEXPRESS) MSSQLSSQLEXPRESS E
%, SQL Server Agent (CRM) SQLAgentSCRM o
£, 5QL Server Agent (SQLENTERPRISE) SQLAgent$SQLENTER...
£, 5QL Server Agent (SQLEXPRESS) SQLAgent$SQLEXPRESS
| 4 SQL Server Analvsis Services (SQLENTERPRISE) ___ MSOLAPSSQLENTERP...  ~ |

Then click the Next all the way to the Name dialog, give rule a name and click the Finish:
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Customize Service Settings

Apply this nule as follows:
" Apply to all programs and services
i1 Apply to services only
@ Apply to this service:

Name Short Name -
%, SPP Notfication Service sppuinotify

€4, SQL Server (CRM) MSSQLSCRM

£, 5QL Server (CRM) On-Demand Shutdown CrmSqlStartupSve

2, SQL Server (SQLENTERPRISE) MSSQLSSQLENTERPRI...

EA5QL Server (SQLEXPRESS) MSSQLSSALEXPRESS 4
%, SQL Server Agent {CRM) SQLAgentSCRM o
£, 5QL Server Agent (SQLENTERPRISE) SQLAgent$SQLENTER...

£, 5QL Server Agent (SQLEXPRESS) SQLAgentSSQLEXPRESS
L& SQL Server Analvsis Services (SQLENTERPRISE) ___MSOLAPSSQLENTERP.. ™ |

Repeat the steps above except in the Customize Services Settings Dialog, select SQL Browser under the
Apply to this service radio button.

The rule should have the following settings:

Rule Type: Custom

Program: All Programs

Action: Allow the connection

Profile: Domain, Private, Public

Name: SQL Browser

You should now have 4 inbound rules: SQL Browser, SQL Express, SQL TCP 1433, SQL UDP 1434.
Now when all rules are set up, you are ready to connect to remote SQL Server.

Start the SQL Server, in the dialog window for the Server name enters the name of the instance that you
want to connect with. From the Authentication drop down box, select the SQL Server
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Authentication and for the field Login and the Password enter your credentials then click
the Connect button and see if you can connect to the SQL server.

=¥ Connect to Server .
SQL Server

Server type: lDatabase Engine v |
Server name: lWINDOWS-SM67H80\F4TSERVER v |
Authentication: I SQL Server Authentication v I
Login: [sa v I
Pasawit rar [

Remember password

| Connect H Cancel H Help Il Options >> |

If you are successful you will see a similar window in the Object Explorer in the Microsoft SQL Management
Studio program below that shows you are are connected:

Object Explorer v X
Connect~ ¥ ¥ ¢ M

=0 =} WINDOWS-SM67HB0\FATSERVER (SQL Server 15.0.2070 - sa)
[+ =% Databases
[+ ©% Security

[+ #% Server Objects

[+ = Replication

[# 7 PolyBase

[ =% Management

# ¥ XEvent Profiler

Add a Remote User to the Database

If you need to add a new remote user to access the database from ProcessView you will need to open the
Microsoft SQL Management Studio program and select Security, then Logins. There you will see all the
current users that are allowed to access the database. In the window below, the user “sa” is a user that was
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created when first installing the SQL Server Program and provides System Administration rights. We will
now create a new user that can access the database.

Object Explorer v X
Connect~ ¥ *¥ YO

= @ WINDOWS-SM67H80\FATSERVER (SQL Server 15.0.2070 - sa)
[+ © Databases
[=] ¥ Security
[z ¥ Logins
mx ##MS_PolicyEventProcessinglogin##
mx ##MS_PolicyTsqlExecutionLogin##
¥ BUILTIN\Users
m glenni
s NT AUTHORITY\SYSTEM
s NT Service\MSSQLS$FATSERVER
s NT SERVICE\SQLTELEMETRY$FATSERVER
s NT SERVICE\SQLWriter
s NT SERVICE\Winmgmt
M sa
m WINDOWS-SM67H80\glenn
Server Roles
Credentials
Audits
Server Audit Specifications
Server Objects
Replication
PolyBase
+ % Management
i+ ] XEvent Profiler

£3]

+ [+

&3

el

+ [+

*

Right Click on Logins and select New Login... Your will see the following pop up window below.
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Select a page. IT Script v @ Help
# General

# ServerRoles
K User Mapping
# Securables
# Status () Windows authentication

@ SQL Server authentication

Login name: Search. \

Password: I"oon

Confirm password: Ioooooo

["] Specify old password

Old password \
[] Enforce password policy
[ ] Enforce password expiration

[ ] User must change password at next login
O Mapped to certificate ‘

() Mapped to asymmetric key l
[] Map to Credential |

Connection i Mapped Credentials Credential Provider

Server:
WINDOWS-SM67H80\F4TSERVEF

Connection:
sa

¢¥ View connection properties

——

—

Default database: G testl ‘r)
Default language: <default>

Enter the login name, in this case it is “glenn2” and select SQL Server authentication and enter a user
password for the new user. In the Default database field, select your database that you want to have
the new user have access too. In the example above the default database selected was “test1”.

Then select the Server Roles Page, and make sure that the checkboxes public and sysadmin below
are checked:
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Reiace IT Script v @ Help
# General

Pl Server Roles
K User Mapping Server role is used to grant server-wide security privileges to a user.
# Securables

# Status

Server roles:

|| bulkadmin

dbcreator

diskadmin
min

I

public

min
serveradmin

v
v

sysadmin

Server:
WINDOWS-SM67H80\F4TSERVEF

Connection:
glenn1

¥¥ View connection properties

Then go to the Status page and make sure that the permission to connect to database engine is set
to Grant and Login is Enabled.
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ecta page IT Script v @ Help
# General
# ServerRoles
# User Mapping Settings
# Securables

Permission to connect to database engine:
@ Grant
O Deny

Login:
(®) Enabled
O Disabled

Status

SQL Server authentication:
["] Login is locked out

Server:
WINDOWS-SM67H80\F4TSERVEF

Connection:
sa

¢¥ View connection properties

Hit OK, and you should have a new user added to the database for remote access.
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Object Explorer v o X
Connect~ ¥ ¥ ¢ M

=N} WINDOWS-SM67H80\FATSERVER (SQL Server 15.0.2070 - glenn1)
+ Databases
-1 B Security
=] ¥ Logins
mx ##MS_PolicyEventProcessinglogin##
mx ##MS_PolicyTsqlExecutionLogin##
=% BUILTIN\Users

™ i lenn1
NT AUTHORITY\SYSTEM

NT Service\MSSQL$F4TSERVER
NT SERVICE\SQLTELEMETRY$FATSERVER
NT SERVICE\SQLWriter
NT SERVICE\Winmgmt
sa
WINDOWS-SM67H80\glenn
[# ® Server Roles
¥ ¥ Credentials
# 0 Audits
+ 0 Server Audit Specifications
[+ ¥% Server Objects
+ Replication
+ PolyBase
+ Management
= ¥] XEvent Profiler

Command Line Arguments

ProcessView supports a few command line arguments when starting up the software. By using command
line arguments with ProcessView an external software application can invoke ProcessView and make
changes to Static Setpoints, change control modes (F4T and PM only), and start or stop a profile. If a
command line argument is included when starting ProcessView, ProcessView will start then execute the
command and then close. If there is an error when trying to execute the command, ProcessView will
notify the user with a pop-up message to let the user know there was an error condition while trying to
execute the command. If no pop-up messages are present then it can be assumed the command was

executed correctly.
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The following Command Line Argument commands are supported:
Change Static Setpoint:

F4 Controls: f4ssX Y Z, where X is the row number of the controller shown on the Network Overview
Screen (see below). Y is the control loop number that is changed, and Z is the new setpoint value.
Spaces are delimiters between arguments.

File Settings Historical Trend Login  Security ~Scanner Setup Logout Off-Line Profile Editor Help

[Network View | F4 Name 1 | FAT Name 2| F4T Name 3 | PM Name 4 | F4 Name 5|

ehan d Total Time Remaining Step Time Remaining Step Number Current Step Profile Status Active Profile Alarm State F4T Name
CSlave#3 D, NA 00:00:00 0 Unknown | Terminated  Profile Not Loaded [ F4Name 1 [

1927680200 | \ 00:02:00 00:00:00 0 Ramp Time Idle Test1 Safe FAT Name 2
192.168.0.222 |\ 00:17:.00 = 00:00:00 0 End Terminated =~ Glenn3 Safe ~ F4T Name 3
Slave #: 1 N/A 00:00:00 0 End Off Start/Block PM Name 4
Slave #: 2 N/A 00:00:00 0 Unknown Terminated  Profile Not Loaded Safe F4 Name 5

Row Number 1

FAT Controls: ftssX Y Z
PM Controls: pmssXY Z
Example Command Line usage:

Change the static setpoint for control loop 1 for the FAT on row 4 to 125.7.

Processview.exe ftss4 1 125.7

Start Profile:

F4 Controls: f4spXY, where X is the row number of the controller shown on the Network Overview
Screen. Y is the profile number that is to be started. Spaces are delimiters between arguments.

FAT Controls: ftspX Y

PM Controls: pmspX Y

Example Command Line usage:
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Start Profile number 5 for the PM that is on row 2.
Processview.exe pmsp2 5
Stop/End Profile:

F4 Controls: f4epX, where X is the row number of the controller shown on the Network Overview
Screen.

FAT Controls: ftepX

PM Controls: pmepX

Example Command Line usage:

Stop the currently running profile for an F4 on row 1.
Processview.exe fdepl

Change Control Mode (FAT and PM controls only):

FAT Controls: ftcmXY Z where X is the row number of the controller shown on the Network
Overview Screen. Y is the control loop number that is changed, and Z is the new Control Mode.

Control Mode Codes: Z =0, control loop Off. Z =1, control loop set to Auto. Z=2, control loop set
to Manual

Spaces are delimiters between arguments.
PM Controls: pmecmXY Z
Example Command Line usage:

Set the Control Mode for control loop 2 to Automatic for the FAT on row 3 Processview.exe ftcm3 2 1

ProcessView Remote PC Overview

The ProcessView Remote PC feature enables a user to remotely control and read data from
a remote PC. The remote PC can be connected to the PC running ProcessView thru a local
area network or thru the internet via an MQTT Cloud Service.
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ProcessView Server or an MQTT Cloud Service is an MQTT server/broker and a client-
based messaging platform designed for the fast, efficient and reliable movement of data to
and from connected IoT devices. It uses the MQTT protocol for instant, bi-directional push of
data between your Watlow F4T/F4/PM controllers and a ProcessView Client.

Efficient Network Utilization:

Unlike HTTP (web servers or VNC servers), MQTT is based on a publish-subscribe
architecture so the total network traffic is reduced since there is no client polling. MQTT
message size is also significantly smaller than HTTP so the amount of data passing through
the network is reduced. Real-time updates are very fast when compared with older
technologies such as web servers or VNC servers.

Reliable Data Delivery:

Data delivery over unreliable networks can be a challenge. ProcessView Server and MQTT
Cloud Services implements all MQTT Quality of Service levels, including at most once, at
least once and exactly once delivery.

Enterprise-Grade Security:

ProcessView Server is designed to secure the 10T data from Watlow F4T/F4/PM controllers
to enterprise systems or remote PC’s. Support for authentication using username/password
required for both the Server side and Client side to insure a secure connection.

Below shows 3 chambers communicating with the ProcessView software. The ProcessView
software is communicating with the ProcessView Server software which can run on the same
PC as ProcessView or on a remote Server. Each remote PC is running the ProcessView
Client software and is communicating to the ProcessView Server.
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Industry 4.0 - Internet of Things Technology
Multiple Network Users Supported!

Remote PC L L Remote PC
Client ' . Client

I Vbl W

iz

Remote PC Remote PC
Client b Client
Data 1
-
. 1 |3 1 O
= = =
L | |

Chamber 1 Chamber 2 _ Chamber 3
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Industry 4.0 - Internet of Things

Remote PC Remote PC Remote PC
Client Client Client

.

/'[

ProcessView Remote PC Client
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Cenfiguration

Network Controllers
Select To Change:

Chamber 1

Active Controller:
Chamber 1

Help  Exit

Process Data

Preduct Temp PV:
Product Temp SP:

Profile List Stored In Contraoller

Select to Change:
1:TestabcDU

Active Profile
1:TestabcDU

w

Hurnidity PV:
Humidity SP:

Profile information

Start

Stop

Pause

Resume

PID Control Modes

Current Control

Modepipi;  Auto
Auto ~

Current Control

Made PID 2: Auto
Auto e

Profile Status:

Step #
Step Type:
Step Time:

Total Time:

Event Qutputs

RH ENABLE
1 BOOST COOL
_FempTme  aBLockon
00:00:28 DEHUMID AIR
04:03:--
Current Contraol
ModePD3:  Auto
Aute o

Current Control
Mode PID 4:

Auto

7.0°C

20.0°C

32.0% RH

45.0% RH

OFF
OFF
OFF

OFF

Refresh

Data

Heat PWR 913 %

Cool PWR 0.0 %

Heat PWR 0.0 %

Cool PWR 61.2%

DRY AIRPURGE ~ OFF

GM2 PURGE OFF

Connect
to Server

ProcessView

OverTemp 1PV 22.0°C

Owver Temp 1
Status:

Batch Information
Operator 1D: N/A
Unload Operator 1D: N/A
Product ID 1: N/A
Product ID 2: N/A
Batch ID: N/A

Connection Opened

Connected to Server
Client ID#: 19043

ProcessView Client On-line
ProcessView Client Software Version: 1.10

High Limit

Analog Inputs
Air Temp

[
I
I
Humidity
I
I
I
N/A
N/A
N/A
N/A
Slot 4 Input 1
N/A
N/A
N/A
Product Temp
N/A
N/A
N/A
N/A
N/A
N/A
N/A

21.67

Not Used

Not Used

Not Used

32.00

Not Used

Not Used

Not Used

Not Used

Not Used

Not Used

Not Used

22.04

Not Used

Not Used

Not Used

21.62

Not Used

Not Used

Not Used

Not Used

Not Used

Not Used

Not Used

°C

N/A

N/A

N/A

PRC

N/A

N/A

N/A
N/A

N/A

N/A

N/A

N/A

N/A

N/A

PRC

N/A
N/A
N/A
N/A
N/A
N/A
N/A

The ProcessView Remote PC Client software is used as a client which subscribes and

publishes messages to a MQTT Server/Broker to get data from the client running on
ProcessView main software. The type of communication used by the Client adheres to the
MQTT protocol which is an OASIS standard messaging protocol for the Internet of Things
(IoT). When the client is connected to a Server, it is possible to do the following functions
remotely from a PC:

e Start a stored Profile in a controller

e Stop a Profile currently running in a controller

e Pause a Profile currently running in a controller

e Resume a Profile that is currently paused in a controller

e Change the active profile in a controller to a stored profile in the controller
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View the current Profile Status, Profile Step, Profile Step Type, Profile Step Time and
Profile Total Time remaining

e View the Alarm Status for Alarms 1 and 2 internal to the controller if used
e View the current process values for the first 2 PID loops
e View the current setpoint values for the first 2 PID loop

e View the current heat and cool power percentages for all PID loops
e View the status of the integrated Limit Controller and process value

e View the status of the Event Outputs

e View the above parameters for each controller on the network interfaced with
ProcessView

In order for the client to read data from the ProcessView client it must be connected to both
the Server and the ProcessView Client. In the above screenshot in the lower right hand
corner is the connection status, which shows a connection has been opened and it is
connected to a Server and the ProcessView Client is also connected to the Server. This
feature is only present with the ProcessView Server software running. If you are using a
cloud based server on the Internet, you will not be able to get status if the ProcessView
Client is connected to the server.

Client Configuration:

The window form below shows the window that is opened after selecting the “Configuration”
menu from the main Client window:
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T Client Configuration - O X

Username: johndoe

Enable ProcessView Client

Password: sxxxxnns

Server Port Used:
1388

Broker/Server URL Address or IP Address:
10.0.0.45

Example MQTT Cloud Server URL Address:
gac99dfc.us-east-1.emqx.cloud

Example Server IP Address:
10.0.0.45

Return Test/Connect
and Save to Server

Configuring for Server Software running on a local network:

The “Port” text box is the port to be used on the PC running the Server software. If there are
connected clients on a network that will be accessing the server, you will need to enable
those TCP/IP ports in the Windows Security setup advanced settings on the PC that is
running the Server Software before any connected Client can access the server. For secure
communications, a username and password are required and will be also required when
setting up connected clients. The password and username must be the same for both the
server and clients. In the screenshot above the IP Address for the local server is 10.0.0.45 in
the Server URL text box. The TCP/IP port being used by the Server is 707.

URL for running a Server on a Local Network:

When running the Server on a local network the URL text field should have contain the PC’s
IP address that the Server software is running on. In the screenshot above the PC running
the Server software is 10.0.0.45. Any clients used must also use the IP address of the PC
that is running the Server software.

URL for running a Server on a MQTT Cloud Service:

When interfacing with a Cloud Service over the Internet, the Server URL will be provided by
the MQTT Cloud Server being used. You will need to refer to the documentation for the
service you have chosen. The port number will also be dependent on the Cloud Service
being used and you will need that information from the service. The benefits of using a
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MQTT Cloud Server is that you can access all the data from the client over the internet and
can be remotely located offsite from where the ProcessView PC is located.

Software Registration

To register the software and be able to access all the features you will need to enter a
registration key that you can get from your vendor that sold you the Client Software. The
registration key is tied to the PC that the client software is running on, so make sure when
you activate the registration you do it on the PC that will be used in your application. The
registration form can be found under the “Help” menu and “Registration” menu.

ProcessView Remote PC Server

ProcessView Remote PC Server
Configuration | Help Exit
Incoming Uient Messages:
Time Stamp:1/4/2022 1:01:48 PM QOS:1 FAT\C1\PV2\25.0°C A
Start Server Stop Server Time Stamp:1/4/2022 1:02:32 PM QOS:1 FAT\C1\PV2\24.9°C

Time Stamp:1/4/2022 1:02:40 PM QOS:1 FAT\C1\PVI\19.0°C
Time Stamp:1/4/2022 1:02:52 PM QOS:1 FAT\CT\P1\1:Test

Time Stamp:1/4/2022 1:03:00 PM QOS:1 FAT\C1\PVI\18.8°C
Time Stamp:1/4/2022 1:03:04 PM QOS:1 FAT\C1\PV1\19.0°C

Time Stamp:1/4/2022 1:03:06 PM QOS:1 FAT\C2\PV1\22.4°C
Connocted Clents Time Stamp:1/4/2022 1:03:08 PM QOS:1 FAT\CT\PV1\18.9°C
Client 1D:25451 Time Stamp:1/4/2022 1:03:10 PM QOS:1 FAT\C2\PV1122.3°C
Client 1D:14036 Time Stamp:1/4/2022 1:03:12 PM QOS:1 FAT\C1\PV1\19.1°C
Client 1D:73095 Time Stamp:1/4/2022 1:03:28 PM QOS:1 FAT\C1\PV1\19.0°C
Client 1D:99142 Time Stamp:1/4/2022 1:03:32 PM QOS:1 FAT\CT\PV1\19.2°C

Time Stamp:1/4/2022 1:03:36 PM QOS:1 FAT\C1\PVI\19,1°C
Time Stamp:1/4/2022 1:03:44 PM QOS:1 FAT\CT\PV1\159.0°C
Time Stamp:1/4/2022 1:03:48 PM QOS:1 FAT\C1\PVI\15.3°C
Time Stamp:1/4/2022 1:03:52 PM QOS:1 FAT\CT\PV1\19,1°C
Time Stamp:1/4/2022 1:04:00 PM QOS:1 FAT\C1\PVI\19.2°C
R —— Time Stamp:1/4/2022 1:04:04 PM QOS:1 FAT\CT\PV1\19.1°C
Save Message Time Stamp:1/4/2022 1:04:16 PM QOS:1 FAT\C1\PVI\18.9°C
Log Time Stamp:1/4/2022 1:04:20 PM QOS:1 FAT\CT\PV1\19.1°C
Time Stamp:1/4/2022 1:04:24 PM QOS:1 FAT\C1\PV1\19.3°C
Time Stamp:1/4/2022 1:04:28 PM QOS:1 FAT\CT\PV1\19,1°C
Time Stamp:1/4/2022 1:04:32 PM QOS:1 FAT\C1\PV1\15.0°C
Time Stamp:1/4/2022 1:04:40 PM QOS:1 FAT\C1\PYI\19,1°C ‘
Time Stamp:1/4/2022 1:04:48 PM QOS:1 FAT\C1\PVI\19.0°C v

Connection Status: Server Running

The ProcessView Remote PC Server software is used as a server running to facilitate
messages sent and received from connected ProcessView Clients. The type of
communication used by the Server adheres to the MQTT protocol which is an OASIS
standard messaging protocol for the Internet of Things (I0T). The server can be loaded on
the same PC that is running ProcessView or it can be run on a PC that is used as a Server
separate from the PC that ProcessView is running on. The main screen above has two
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buttons that are used to start and stop the server running. All connected clients with Client
ID numbers are shown in the “Connected Clients” list box. All incoming Client messages are
displayed with a time stamp in the text box labeled “Incoming Client Messages”. This can be
used for debugging and also shows the type of message that was received from a

client. The message log can also be saved to a text file using the “Save Message Log”
button for future reference or debugging. After the Server is started, you should see the
Connection status as “Server Running” as show above.

Server Configuration:

The window form below shows the window that is opened after selecting the “Configuration”
menu from the main server window:

! Server Configuration = O X ‘

TCP/IP Port: 1883 Username: johndoe

Password: fish1234

This PC's IP Address: 10.0.0.45

Return
and Save

When initially starting the Server software a prompt pops up to setup the Server configuration
before the Server can be used. The “Port” text box is the port to be used on the PC running
the Server software. If there are connected clients on a network that will be accessing the
server, you will need to enable those TCP/IP ports in the Windows Security setup advanced
settings on the PC that is running the Server Software before any connected Client can
access the server. For secure communications, a username and password are required and
will be also required when setting up connected clients. The password and username must
be the same for both the server and clients.

URL for running a Server on a Local Network:
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When running the Server on a local network the URL text field should have contain the PC’s
IP address that the Server software is running on. In the screenshot above the PC running
the Server software is 10.0.0.45. Any clients used must also use the IP address of the PC
that is running the Server software.

Group Control

The “Group Control” feature is useful when you have a group of controllers that are all
running the same product or batch in a profile run. You can scan batch parameters or enter
them manually one time for all the controllers specified in the group. You can also start and
stop the profiles for the entire group at the same time in the Group Scanner/User Input
window.

You can use Setup Group Control window to choose which controllers on the network are in
a group when a batch is run. You can add or remove controllers to make a “Group” that can
then have the same batch parameters loaded in all the controllers in the group on the
network. You can assign which batch labels will be used for scanning or entering manually
that will all be the same for each controller in the group.
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ﬁ Setup Group Control

Available Controllers:

FAT
Chamber 1

Group Scanner\User Input:

Add

Remaove

Controller Group:

FAT
Chamber 1

Exit and
Save

ProcessView

— d X

Assign to Group:

Load Operator 1D
Unload Operator ID
Product 1 1D
Product 2 ID

Batch ID

Load Profile

When scanning or entering manually batch parameters for the controller group you need to
select the “Group Scanner\User Input menu and you will see the window below. Before
using this window you need to initially select one of the controllers that is in the group and go
to the “Scanner Setup” window and make sure the “Copy to Group Control Batch
Parameters” check box is checked then save and exit. This will copy the batch parameters
which will be saved and used for all Group batch scans. From this window you can also start
and stop profiles simultaneously for all the controllers in the group and you can load the
same profile that is to be loaded and started for all the controllers in the group.
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ﬁ Controller Group Scanner Input
Scanned Bar/GR Codes:

Load Operator ID

Joe

START
Unload Operator ID PROFILES
Shelly
Product 11D
12345

STOP
Product 2 ID PROFILES
87654
Batch ID
ABC123
Profile to be Loaded
Test1

Exit and
Save

Controller Group:

O X

FAT

Chamber 1
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ProcessView has a built in Web Server that can be used to view Profile status and Process data for
each controller on the ProcessView network. The Web Pages are read only and are intended to allow
users to get an update on what the status is for each controller on the network that is running a
profile. The web pages are read only so that no users or hackers have the ability to make changes to
the controllers that are connected to the PC that is running ProcessView for security reasons.

As long as the PC that is running ProcessView is connected to a network, all computers on that
network can access the Web Server page. If ports are opened to the internet thru a router and
firewall then the Web Server can be accessed on the Internet. This allows a user to access the Profile
Status of all the controllers from anywhere in the world if the user has Internet access. Mobile
devices such as smart phones can also access the Web Page as long as they are connected on the
same network.
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To access the Web Server Page, the remote user must put in the IP address that is assigned the PC
that is running the ProcessView software. The remote PC must be on the same LAN as the computer
that is running ProcessView. For example, if the PC that is running ProcessView IP’s address is
192.168.0.1, then any computer that is connected to the LAN that has an IP address of 192.168.0.XXX
can access the served Web Page. When accessing the Web Server, the IP Address and the Port
number must be entered into the Web Browsers address field. For example, if the IP Address of the
PC running ProcessView is 192.168.0.200, then to see the Web Server page, the connecting PC or
smart phone would need to have the IP Address 192.168.0.200:50001 entered in the browsers
address bar as shown below:

If the user would like access to the served Web Page on the Internet then any routers must have port
50001 (which is the ProcessView default Web Server Port) forwarded to the ProcessView PC’s IP
address. The IPS provider must also have that port open and not blocked. Consult your IT
department if you are unsure how to do this. In order to start the Web Server, you must first enable
the Web Server from the main menu item “Web Server”. If a user would like to enable the Web
Server or use a different port for the Web Server then that can be changed in the Web Server
window form shown below:

H WebServer | |

[ | Enable Web Server
Port Number Used: 50001

Make sure when accessing the Web Server

you add the port number fo the server's IP address.
The port that is used by the web server is port
50001, An example IP Address that should be put
in your browser's address bar if your Server PC's IP
address is 192.168.0.30 would be:

hitp://192.1656.0 530:50001

Where 50001 is the port that the Web Server uses.

' Save And Exit

To see the web page that is served after enabling the Web Server, you can enter “localhost:50001” in
the browser IP address bar on the PC that is running ProcessView to see what will be sent out on the
network.
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Home: Profile Status Process Dala

ProcessView Web Server

Network Profile Status
Controller Active Profile Current Step Step Time Total Time
Name Profile Status Step Number Remaining Remaining
F4 Chamber 1 DEMO 1 Running Ramp Time 1 18:51:16 N/A
F4T Chamber 2 Demo 2 Running Ramp Time 1 22:07:19 70:09.-
F4T Chamber 3 Demo 3 Running Soak 2 01:25:10 33:29:--
PM Oven 4 Profile 1 Running Ramp Time 1 58:24:36 N/A
F4 Chamber 4 DEMO 4 Running Ramp Time 5 18:15:51 N/A

After entering the IP Address above, you should see the home page for the Web Server as shown
below:

Home: Profile Stalus Process Data

ProcessView Web Server

Process Data

Controller Control Loop 1 Control Loop 1 Control Loop 1 Control Loop 2 Control Loop 2 Control Loop 2 m:;
Name Current Setpoint Target Setpoint Process Value Current Setpoint Target Setpoint Process Value Value
F4 Temperature Current Temperature Profile Target Temperature=42 4°C Humidity Current Humidity Profile Target Humidity=32.0%
Chamber 1 SP=425°C SP=350°C s SP=320% RH SP=54 0% RH RH
FaT Air Temp Current Ax Temp Profile Target Air Temp=0 0°C Humidity Current Humidity Profile Target Humidity=100 0%
Chamber 2 $P=813'C SP=89.0°C SP=73.0% RH $P=50.0% RH RH
FaT Temperature Current Temperature Profile Target .
Chamber 3 SP=50.0°C $P=800'C Temperoture=034:C
Temperature Current Temperature Profile Target —09 8%
PM Oven 4 SP=92 7°F SP=100.0°F Temperature=92 8'F
Fa Chamber Temp Current  Chamber Temp Profile Target Chamber Humidity Current Humidity Profile Target Humidity=0.0%
Chamber 4 SP=100.0'F SP=75.0'F Temp=100.0'F SP=750% RH SP=75.0% RH RH

Using a Digi Port Server with an F4 Controller
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ProcessView supports using a Digi Port Server device to interface to F4 controllers on an Ethernet
network. The PC running ProcessView communicates to the Digi Port Server via Ethernet and the port
server converts Modbus TCP/IP to Modbus RTU via RS-232 (single controller) or RS-485 half duplex
(multiple controllers on a serial network). Below are screenshots from the Digi Webserver which shows
how the Digi Port Server must be set up to work with ProcessView and an F4 controller.

The first thing you need to do is configure the DIP switches for RS-485 half duplex and wire up the RJ-45
Ethernet port from the Digi Port Server to the F4 Controller RS-485 terminals. The wiring is as follows:

(Data +) is pin 5 on the RJ-45 (usually a Blue/White wire), it should be connected to the Rx+/Tx+ terminal
of the F4 controller (terminal 12)

(Data -) is pin 1 on the RJ-45 (usually a Orange/White wire), it should be connected to the Rx-/Tx-
terminal of the F4 controller (terminal 13)

(SGND) is pin 7 on the RJ-45 (usually a Brown/White wire), it should be connected to the GND terminal of
the F4 controller (terminal 7)

If you have several F4 controllers connected on a RS-485 network you might need to connect a 120-ohm
termination resistor across the (Data +) and (Data -) terminal of the last controller physically connected
on the network if noise issues seem to be present.
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Configure the IP address using ARP-ing

An IP address can be configured by manually updating a server’s ARP table and then pinging the Digi
device.

The ARP-Ping command assigns the IP address you designate but also assigns default subnet mask
and gateway addresses. It is necessary to change the subnet mask and gateway addresses.

This procedure assumes that your Digi device is connected to the Ethernet network.
1. Record the MAC address of the Digi device. The MAC address is on the label side (bottom) of the

unit.

2. Access a server on the same subnet as the Digi device.

Digi One Family and PortServer TS Family

Configure the IP address Configure an IP Address using DHCP and RARP

3. Manually update the server’s ARP table using the Digi device’s MAC address and the IP address
you want assigned to the Digi device. The following is an example of how this is done on a
Windows NT 4.0 system:

arp -s 191.168.2.2 00-00-9d-22-23-60
. Ping the Digi device using the IP address just assigned. For example:
ping 191.168.2.2
The ping will probably time out before there is a response from the Digi device.
. Wait 30 seconds and then ping the Digi device again.
The Digi device replies to the ping, indicating that the IP address has been configured.

The next thing you have to do is setup the IP address for the Digi PortServer (refer to Digi Port
documentation on how to do this, it usually involves using an arp command in Windows. Below is a
process to do this from the Digi Port Server manual:
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Configure the IP address using ARP-ing

An IP address can be configured by manually updating a server’s ARP table and then pinging the Digi
device.

The ARP-Ping command assigns the IP address you designate but also assigns default subnet mask
and gateway addresses. It is necessary to change the subnet mask and gateway addresses.
This procedure assumes that your Digi device is connected to the Ethernet network.
1. Record the MAC address of the Digi device. The MAC address is on the label side (bottom) of the
unit.

2. Access a server on the same subnet as the Digi device.

Digi One Family and PortServer TS Family

Configure the IP address Configure an IP Address using DHCP and RARP

3. Manually update the server’s ARP table using the Digi device's MAC address and the IP address
you want assigned to the Digi device. The following is an example of how this is done on a
Windows NT 4.0 system:

arp -s 191.168.2.2 00-00-8d-22-23-60
. Ping the Digi device using the IP address just assigned. For example:

ping 191.168.2.2

The ping will probably time out before there is a response from the Digi device.
. Wait 30 seconds and then ping the Digi device again.

The Digi device replies to the ping, indicating that the IP address has been configured.

Then you need to create an “Industrial Automation” profile for the serial port in the Port Server. Below

are screen shots from the Web Server of the Port Server which allows you to configure the Port Server for
Modbus RS-485 RTU communications.
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‘ Dian PortServer TS 1 MEI Configuration and Management
6 Help
Home Industrial Automation
Configuration s
w Serial Slaves
Network Port - Prot i Acti
Sanal Bort Port Protocol  Action
Users 1 Modbus/RTU Remove
Security
SYSERHT » Serial Masters
Applications » Network Masters
pPP
Industrial Automation » Destination Tables (Packet Routing)
Management
Serial Ports ) : ) )
Connedions Copyright © 1996-2009 Digi International Inc. Al rights reserved.
Power
Administration

Backup/Restore

Update Firmware
Factory Default Settings
Device Information
Reboot

Logout

C @ Notsecure | 169.254.181.10/config/network/network config... v+ @ @, & & ™ 0 ¥ ¥ @& HE fb B E w :
i1 Apps % Bookmarks italy Sites  [7 Watlow Outlook Imported From Fire <. Watlow e-Solutions BB Microsoft Office Ho.. » Other bookmarks
‘ Diar PortServer TS 1 MEI Configuration and Management
(2] Help
Home Network Configuration
Configuration + IP Settings
Net.work Obtain an IP address automatically using DHCP *
Senial Port # Use the following IP address:
Users T
Sectity * 1P Address: [169.254.181.10  [1]
System = Subnet Mask: |255.255.0.0
Applications Default Gateway: 0.0.0.0
pPP

: * Changes to DHCP, IP address and Subnet Mask require a reboot to take effect.
Industrial Automation

Management
Serial Ports Apply
Connections » DNS Settings
Power
- . » Advanced Network Settings
Administration

Backup/Restore

Update Firmware
Factory Default Settings
Device Information
Reboot

Copyright © 1956-2009 Digi International Inc. All rights reserved.

Logout
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Home

Configuration
Network
Serial Port
Users
Security
System

Applications
pPPP
Industrial Automation

Management
Serial Ports
Connections
Power

Administration
Backup/Restore
Update Firmware
Factory Default Settings
Device Information
Reboot

Logout

ProcessView

PortServer TS 1 MEI Configuration and Management s

e

Help

Serial Port Configuration

v Port Profile

Profile Settings

1

v

Apply

» Basic Serial Settings
» Port Security Settings

» Advanced Serial Settings

Current Port Profile: Industrial Automation

w Modbus RTU Settings

» Modbus/TCP Network Settings [Global]

» Advanced Protocol Settings

» Restore Factory Serial Port Settings

Change Profile...

The Industrial Automation (IA) Profile allows you to communicate and network-enable various IA devices and PLCs

Current Protocol: Modbus/RTU Serial Slave Change Protocol...
My PLC or other IA device is connected to this serial port and needs to communicate with another PLC, device, or system on the network.

Forward incoming network requests using the following unit addresses
0 to 255

Override the Modbus unit address on incoming requests with specified unit address

Enable Report-By-Exception (XMIT) handling

Ignore incoming broadcast requests using unit address 0
Send incoming broadcast requests to this serial device

Change the Modbus unit address to 1 before sending

#| Enable error responses when unable to reach destination or requests time out

Copyright ® 1996-2008 Digi International Inc. All rights reserved.
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Home

Configuration
Network
Serial Port
Users
Security
System

Applications
pPP
Industrial Automation

Management
Serial Ports
Connections
Power

Administration
Backup/Restore
Update Firmware
Factory Default Settings
Device Information
Reboot

Logout

ProcessView

PortServer TS 1 MEI Configuration and Management

& (2] Help
Serial Port C uration

v Port Profile

Current Port Profile: Industrial Automation  Change Profile...

The Industrial Automation (IA) Profile allows you to communicate and network-enable various IA devices and PLCs
Profile Settings

Current Protocol: Modbus/RTU Serial Slave Change Protocol...
My PLC or other IA device is connected to this serial port and needs to communicate with another PLC, device, or system on the network.

» Modbus RTU Settings

w Modbus/TCP Network Settings [Global]

Note: The following settings are globally configured and affect all serial ports. They are provided here for convenience.
¥ Accept incoming Modbus/TCP connections
TCP port: 502

® Allow and process all incoming requests

Allow and process only read-only requests

Allow and process only read or write requests

Modbus/TCP Protocol Settings:

® Ignore incoming broadcast requests using unit address 0

Send incoming broadcast requests to this serial device
“ Change the Modbus unit address to 1 before sending

¥ Enable error responses when requests time out

Modbus/TCP Protocol Timeouts:
Character timeout: 100 ms

Message timeout: 2500 ms

Enable idle timeouts for idle connections
Idle timeout: 300 s

Apply
» Advanced Protocol Settings
» Basic Serial Settings
» Port Security Settings
» Advanced Serial Settings

» Restore Factory Serial Port Settings
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C FAT Name Revision

Cument Audit Trail File:  C:\ProgramData\ProcessView\Audit Trails\April 23 2020 Audit Trail_csv encrypt

Time Stamp User Catagory Description Old Value New Value

Return

Audit Trall

When the audit trail is enabled, the audit trail file is written to in a secure encrypted format which
can be viewed using the audit trail viewer. The audit trail is created each day and is assigned a file
name with the date in the file name. The Audit Trail Viewer is used to see the current active audit
trail events for the current software session. If you want to see all the events for a given day then
you need to use the “Export Audit Trail” window from that menu item.
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Catagory Description Old Value New Value Comments

Cument Audit Trail File:  No File Loaded

Time Stamp User FAT Name

< 1 { >

Search Audit Load Export to Print
Trail File Return Audit Trail | | CSV File Audit Trail

Below is the window shown from selecting the “Export Audit Trail” sub menu under Quality
Control. From this window you can load a whole days’ worth of Audit Trail events. You can also
export them to an unprotected CSV file for Auditors to inspect or print them for a hard copy. You
can also search the audit trail for specific search strings, like a date, username or event type.

Digital Signature

The “Digital Signature” pop up window appears when you select the digital sensor button on the Data
Viewer Window. This allows a user to digitally sign a data log file and after the data log file is signed it is
converted to a signed XML file. The XML Signature used (also called XMLDSig, XML-DSig, XML-Sig)
defines an XML syntax for digital signatures and is defined in the W3C recommendation XML
Signature Syntax and Processing. The user can accept or reject the changes and can add a comment
for the meaning of change after the user has logged in with their credentials for
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authentication. Multiple users can sign as well and each time a user signs the logged file it will be
appended to the file. This method insures the data log file is tamper proof.

Electronic Signature 1

® Accept changes

_' Reject changes

Meaning of change:

Username: ’ l

Password: ’ J

Sign Cancel

QA Reports

You can use the QA Reports feature to create reports that are generated after a profile has run
successfully or aborts for some reason. In order to configure a report, you must first select the

“Configure Report” menu from the “QA Report” menu. After selecting you will see a window like to
the one below:
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Miscellaneous Title 1

Miscellaneous Title 2

Miscellaneous Title 3

Miscellaneous Title 4

Miscellaneous Title 5

General Information

lotes

Parameter Al:

Parameter A4

Parameter AS:

Parameter Af:

Parameter AT:

Parameter AS

P eter Al

Parameter A10:

Parameter A11:
Parameter A12:

Parameters C

Parameter C1:

Parameter C2-

Parameter C3:

Parameter C4:

Parameter C5:

Parameter Cf

Parameter C%:

Parameter C10:

Parameter C11:

Parameter C12:

Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled

Automatically Filled

Automatically Filled

Automatically Filled
Automatically Filled
Avtomatically Filled
Avtomatically Filled
Avtomatically Filled
Automatically Filled
Avtomatically Filled
Avtomatically Filled
Automatically Filled
Avtomatically Filled
Automatically Filled

Automatically Filled

Automatically Filled
Avtomatically Filled
Automatically Filled
Avtomatically Filled
Avtomatically Filled
Avtomatically Filled
Avtomatically Filled
Automatically Filled
Automatically Filled
Avtomatically Filled
Automatically Filled

Automatically Filled

Initial PV 2

Parameter Ot

Parameters B

Parameter B1-
Parameter B2
Parameter B3:
Parameter B4

Parameter BS:

ararmeter BE:

Parameter BT

Parameter BE:

Parameter BS:

Parameter B10:

Parameter B12:

Parameters D
Parameter D1:
Parameter D2
Parameter D3:
Parameter Dd:
Parameter D5
Parameter D

Parameter DT:

arameter DE:

Parameter D9

Parameter D10:

Parameter D11:

Parameter D12

Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled

Automatically Filled

arameter B11:

Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Avtomatically Filled
Automatically Filled

Avtomatically Filled

Automatically Filled

Automatically Filled
Avtomatically Filled
Automatically Filled
Avtomatically Filled
Avtomatically Filled
Auvtomatically Filled
Avtomatically Filled
Automatically Filled
Automatically Filled
Automatically Filled
Automatically Filled

Automatically Filled

Parameter 1

Parameter 2

Parameter 3

Parameter 4

Parameter &

Report Date: Automatically Filled

Automatically Filled
Automatically Filled
Avtomatically Filled
Automatically Filled

Automatically Filled

O

Results: PASS - Automatically Filled

Mote:

Leave a field blank i you do not wart it to show
up on the report. Automatically Filled fields will
be filled with by the software after a Profile Run.
User Filled fields need to be filed by the user
before the Profile Run unless they are always the
same for each Profile Run.

If a Profile is run and completes all steps in the Profile
then the results field will indicate "PASS", otherwise it
will indicate "FAIL". I a profile is unning then the results
field will indicate "IN PROGRESS".

MNote:

‘When checked, if a process value is out of the tolerance
band specified in the Graph Setup Window, while unning
a profile then it will result in a FAIL condition. The event
output can be used as a "enable flag" on each step to
check for when this condition is active.

[T Use Tolerances as Additional Critera for PASS/FAIL
O Automatically Save PDF
Include Profile Summary Data and

] Graph of Data Logged in
Report Printout or PDF File

Report File Location:

C:\ProgramData\ProcessView\Reports

Change PDF
File Location

User Notes |user Fitted

Save and
Exit

To customize the fields shown in the actual report window, you can change the text in the fields that
are designed to be filled in by the operator or user before or after a batch or profile is run. If you do
not want certain text field to show up on the report then you can delete all the text in the fields and
it will not be shown on the actual report. For example if you don’t want any of the information for
the “Parameter A1” to show up on the report then you simply just need to delete all the text fields in
the Parameter Al section and it will not be shown when the report is displayed after a profile

run. All the input fields that will be automatically field by the software at the end of a profile run
except the “User Notes” field. The User Notes field can be filed out by the user after the profile as
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been run for adding additional information about the profile or batch run.There are several
checkboxes on the configuration window that are used for the following functions:

Use Tolerances as Additional Criteria for PASS/FAIL

This feature is used to determine if a process value is within a user specified tolerance band which is
specified or setup in the Graph Setup Window. The tolerance values that are set in the Graph Setup
Window +/- values not percentages. If the process value while running in a profile exceeds the
higher tolerance band or is below the lower tolerance band then the QA report will indicate a “FAIL”
condition, otherwise it will be a pass condition. If you want to only measure the tolerances on a
specific step in the profile then you can use an event output to trigger when the tolerance conditions
are checked. When an event specified is set to “ON” during a profile program then the software will
check the process values against the tolerance bands. This event used can be setup in the Data Log Setup
window as shown below which is setup for when Event 3 output is set to “ON":

Setup Data Logging 1 b
Data ToLog | Log File Name/Location | Start/Stop Automation
Units Part Temp Over Temp 1 Data Batch Info Analog Inputs
Data Log Setpoint — Over Temp 1 — Load -
Interval 5.0 Sec v Status O operator Siot 1 Input 1
¥ Air Temp Over Tem: (— Unload
p1
[] Login User Name | Part Temp over Tomp 1 Operator ID
[] Active Profile st High SP Product ID 1
Cool PWR Slot 2 Input 1
Profile Data . =
Part Temp Over Temp 1 Product ID 2
Humidity ! Low SP )
Target SP [ ] Batch ID
Sa— Setpoint
art Temp
Current SP Tolerance
- — High
a4y A Humidity '~ Tolerance 1
Target SP Heat PWR L
ow
Cool PWR
PV1 s " Tolerance 1
O Ygh [ Slot 4 Limit1
Step Number Tolerance 2
— Low
o Tolerance 2

Profile Status
[_| Siot 5 Input 1
Event Output Data

Enable

Event 3 v

Save and Exit

Include Profile Summary Data and Graph of Data Logged in Report Printout or PDF File Check Box

When checked the summary data which is logged at the end of the data log will be included in the QA
report. Maximum PV, Step Std. Error, etc. which are recorded during the profile run can be saved in the QA
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report if this checkbox is checked. A graph of the data that was logged will be included at the end of the
report as well.

Automatically Save PDF file Check Box

If checked then after a profile is run, a PDF file will be generated and saved at the location specified by the
user automatically.

All the fields that not greyed out can be edited to whatever you would like your report to look like. The Report
Titles, General Information and Parameter fields can be changed and that will be saved when the report is
generated after a profile has run or has aborted for some reason. If you erase an editable field then on the
actual report it will not show up or will be blank. After a profile is run all the fields that are marked
“Automatically Filled” will be filled by ProcessView and all the fields that are marked “User Filled” (User Notes)
can be filled out after a profile is run for special circumstances.

Below is an example report that was run:

Report 1
Control System Report Time: Tuesday, August 22, 2023
ACT Results: PASS

Exceptions Report - All Parts

General Information

Recipe name:  1:Testabc Load Operator: Glenn
Recipe Modified: No Change Unload Operator: Joe
Diata File:  2023-08-22_20-13-52__F4T_Testabc.csv Initial Product Temp: 24°C
Run Start:  08/22/2023 20:13:53 Initial Humidity: 32 %RH
Run End:  08/22/2023 20:14:39 Batch Mumber: ABCD

Batch Information

Shop Order #1:| 1234 |Shop Order #4:| 1459
Part #: 12A Part #: 13B
Material: S5 304 Material: 304 S8
Qty: 4 Qty: 5
Shop Order #2:| 4596 |Shop Order #5: | 56934
Part #: 13B Part #: 67Y
Material: 304 58 Material: 304 S8
Qty: 7 Qty: 4
Shop Order #3: (430389 | Shop Order #6: | 1324
Part #: 455 Part #: 11B
Material: 55304 Material: 304 55
Qty: 2 Qty: 6

. Save As
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Digital Signatures

You can add a digital signature after a report has been completed by selecting the Add Digital Signature
button. That will bring up a popup window that the user will need to login to the system using their username
and password and can accept or decline the report. In order to use this feature, you must enable Digital
Signatures in the Security window under the System tab.

The information is then printed at the bottom of the report as shown below:

Digital Signature:

User: Username

Acceptance: QA Report Accepted

Signature Signing Time: 9/16/2023 1:23.09 PM
Meaning of change: This is a test

Exit Print

Diagnostics

The diagnostics window will provide information about the controller’s model number, serial number,
date of manufacture and current software revisions. For F4T’s additional information about the Profile
Block PV inputs is also provided so you can verify that PV1 and PV2 are connected internally correctly in
the FAT controller.
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FAT Base Model Number: FATIM5FAA1CCAAA

Serial Number: 12008
Date of Manufacture: 18291 (YYDDD)

Software Revision: 04:05:0007

Profile Block PV Input Information

PV Number PV Source PV Input Type
PV 1 Slot 5 Input 1 Analog Input
PV2 Slot 2 Input 1 Analog Input
PV3 Slot 2 Input 1 None
PV 4 Internal None

ProcessView

Open Loop Detect Alarm
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ﬁ Open Loop Detect Alarm 1

PV 1 Quter LP Cascade Loop
[J Open Loop Detect Alarm Enable

[ Enable PC Audible Alarm

Open Loop Detect Time: 240 SEC

Clear Error
Open Loop Detect Deviation: 5.6 *C

Open Loop Status: Open Loop Detect Disabled

FV 1 Control Loop
Open Loop Detect Alarm Enable

Enable PC Audible Alarm

Open Loop Detect Time: 5 SEC

Clear Error
Open Loop Detect Deviation: 1.0 *C

Open Loop Status: Open Loop

Open Loop Detect Enable Feature:

PV 2 Quter LP Cascade Loop
UJ Open Loop Detect Alarm Enable

[CJ Enable PC Audible Alarm
Open Loop Detect Time: 240 SEC
— Clear Error
Open Loop Detect Deviation: 5.6 =C

Open Loop Status: Open Loop Detect Disabled

PV 2 Control Loop
(J Open Loop Detect Alarm Enable

[_] Enable PC Audible Alarm
Open Loop Detect Time: 240 SEC

Clear Error
Open Loop Detect Deviation: 5.6 =C

Open Loop Status: Open Loop Detect Disabled

Enable or disable the open-loop detect feature. When enabled, this feature monitors closed-loop control for the appropriate process value response to
the output signal. If the loop does not respond as expected, the control mode for the control loop is set to off. Open Heaters or failed sensors can be
detected by this feature and the control loop automatically shut off to prevent poor control which could result in damage or incorrect product,

Open Loop Detect Time:

Set a delay in seconds to the open loop error. If Open Loop Detect Enable is on and the process value deviates from the set point by the Open Loop
Detect Devition value for this amount of time, and open-loop error occrs ant eh control meode is set to off.

Open Loop Detect Deviation:

Det the minimum difference betweeen set point and process vlaue that is consiedered excessive by the open loop detection feature.
If the process deviates by this amount or more for the Open Loop Detect Time, and ope leop error occurs and the control mode is set to off,

Save and
Exit

Open Loop Detect Enable

Open Loop Detect Time

Alarm
Silence

Enable or disable the open-loop detect feature When enabled, this feature monitors closed loop
control for the appropriate process value response to the output signal If the loop does not respond
as expected, the control mode is set to off. Open heaters or failed/reversed sensors can be detected
by this feature and the control loop automatically shut off to prevent poor control which could result
in equipment damage or quality issues with the product being controlled by the process.

Set a delay in seconds for the open loop error. If Open Loop Detect Enable is on and the process
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value deviates from the set point by the Open Loop Detect Deviation value for this amount of time,
an open-loop error occurs and the control mode is set to off.

Range: 0 to 9,999 seconds

Open Loop Detect Deviation

Set the minimum difference between the set point and the process value that is considered excessive
by the open loop detection feature. If the process deviates by this amount or more for the Open
Loop Detect Time, an open loop error occurs and the control mode is set to off

Range: -99,999 to 99,999 °F or units
-55,555 to 55,555 @C

Use the Enable PC Audible Alarm checkbox to cause an audible PC alarm if an alarm condition occurs.
Use the Alarm Silence button to silence the audible PC alarm or if the alarm is no longer present and
has been cleared using the Clear Button.
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